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Resumen:

Las filtraciones siempre han supuesto un debate entre el deber de informar y la
necesidad de conservar la confidencialidad y el anonimato de las fuentes, asi como los
asuntos internos de diferentes gobiernos y entidades. El caso WikiLeaks se convirtié en
un revulsivo en el campo de la investigacion y la divulgacién de informacion, ademas
de generar millones de opiniones contrapuestas a lo largo de sus intensos afios de
duracion. Este trabajo da cuenta de la enorme capacidad que ofrecen las nuevas
tecnologias y los avances digitales para destapar los entresijos y secretos diplomaticos.
WikiLeaks abog6 por una apertura total de la informacion, y eligié la transparencia
informativa como su principal estandarte. Sintié la necesidad de informar al ciudadano
de hechos que le eran desconocidos, aunque para ello tuviera que traspasar ciertos
limites, como la preservacion de la confidencialidad. Los resultados muestran la historia
de la organizacion y de su fundador, ademéas de sus limites y alcances dentro de la

transparencia, y explican las dos filtraciones que mayor repercusion generaron.

Palabras clave: transparencia, confidencialidad, filtracién, Cablegate, Collateral

Murder, Julian Assange, Manning
Abstract:

Leaks have always involved a debate between the duty to inform and the need to
preserve the confidentiality and anonymity of sources, as well as the internal affairs of
different governments and entities. The WikiLeaks case became a revulsive in the field
of the research and the dissemination of information, in addition to generating millions
of opposing opinions throughout its intense years of duration. This work shows the
enormous capacity offered by new technologies and digital advances to uncover
diplomatic secrets and intricacies. WikiLeaks advocated for a total openness of
information, and chose informational transparency as its main banner. The organization
felt the need to inform the citizen of facts that were unknown to him, even if he had to
go beyond certain limits, such as the preservation of confidentiality. The results show
the history of the organization and its founder, as well as its limits and scopes within
transparency, and explain the two leaks that generated the greatest impact.

Keywords: transparency, confidentiality, leak, Cablegate, Collateral Murder, Julian

Assange, Manning
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1- Introduccidén

El rey emérito de Espafa, los protagonistas de la trama Girtel, la actual ministra de
Justicia, el exjuez Garzon... Estas personas, entre muchas otras, han sido puestas en
serios aprietos por José Manuel Villarejo gracias a los discos duros que atesora. El
excomisario, en prision provisional comunicada y sin fianza desde noviembre de 2017
por presuntos delitos de organizacién criminal, cohecho y blanqueo de capitales, ya no
tiene consigo su material original mas preciado: las presumibles grabaciones en audio y
video, asi como la informacion confidencial con la que lleva afios levantando un
escandalo tras otro. Dentro de los 14 discos duros y 47 pendrives que requiso el juez
Diego de Egea, se encuentran grabaciones aun inéditas en las que, en palabras del
propio Villarejo, “hay material que haria tambalear la imagen de muchos politicos,

empresarios y hasta de la mismisima Casa Real”.

El caso Tandem viene copando portadas de muchos periddicos espafioles a lo largo del
ultimo afio y medio. Constituye una prueba mas de que la difusion de ciertas
informaciones —mas sencilla y posible en plena época digital- no interesa a muchos.
Informaciones que se consideran confidenciales, secretos escondidos, filtraciones que,
de salir a la luz, pondrian en jaque la imagen de altos cargos. Todo ello supone un
ejemplo mas de que las herramientas que ofrece el mundo digital aumentan
considerablemente, pidiendo un papel protagonista en el ambito de la comunicacion,
para mas tarde emerger en la amplia escena mediatica. Y con ellas surge ademas un
mayor afan por la novedad, la investigacion, el descubrimiento y la busqueda de

procesos Yy plataformas.

Serdn también muy sonados para el gran publico los mas que relevantes casos
Watergate y Panama Papers. Ambos salieron a la luz a raiz de una serie de filtraciones
de documentos que fueron contrastados posteriormente por diferentes medios de
comunicacion a escala internacional. Resultaron ser asuntos reales que causaron un
revuelo generalizado en la esfera mediatica. Quizads menos recordado sea el caso
WikiLeaks, que salto a la palestra tras la filtracion de miles de documentos secretos. Esta
ultima macrofiltracion, con el programador y ciberactivista Julian Assange como cabeza

visible, supuso un punto de inflexién en el periodismo moderno.
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La organizacion WikiLeaks —como podra leerse a lo largo del reciente trabajo- aboga
por una total transparencia, que conlleva la apertura de informacion. Y con “total
transparencia” se hace referencia al derecho de cualquier ciudadano a ser informado
sobre cualquier asunto, aunque para ello se haga necesario revelar secretos de Estado.
Ya lo adelant6 y escribio Georg Simmel®: “el secreto es una forma de accién y una
técnica socioldgica para lograr un fin. A él se suman otras formas de accién para
traspasar la barrera que el secreto interpone entre los hombres, a saber: la indiscrecion,
la confesion y la filtracion. Tenemos asi dos intereses: el de esconder y el de descubrir.
También dos energias que entran en accion: las que tienden a guardar el secreto y las
que propenden a revelarlo. Las que deciden guardarlo proceden del interés préctico y
del encanto formal que tiene el secreto. Las que luchan por revelarlo se apoyan en la
incapacidad de resistir mas tiempo la tension del secreto”. WikilLeaks apostd por la
filtracion, a lo que sumd su afan por descubrir y sus ganas de revelar secretos para

darlos a conocer a los ciudadanos.

1.1. Justificacion de la eleccion del tema

WikiLeaks naci6 y vivié por y para descubrir secretos, para filtrarlos al mundo, con la
dificultad que ello conlleva. Padilla ya describe el proceso de la organizacion: “El
procedimiento es lento y arriesgado, pero simple: reciben informacion, la verifican, la
limpian de datos que puedan poner en peligro a personas inocentes y la publican, sin
importar si esta informacion es confidencial o privada ni si esta protegida por leyes de
propiedad intelectual. Y lo mas importante: garantizan proteccion y confidencialidad
absoluta a sus informantes. De hecho, nadie ha logrado obligarles a revelar donde

consiguen la informacion” (2012, p. 14).

La confidencialidad constituye una de las bases sobre las que se asienta el periodismo,
pero ¢y si dicha confidencialidad choca con el principio basico de la transparencia? Esta
fue la principal razon por la que me decidi a llevar a cabo el presente trabajo. Los
ciudadanos merecen estar informados de lo que sucede en su entorno, y mas adn si se
trata de temas que conciernen a su Estado o sus altos mandatarios. Los periodistas
deben mostrar un grado de transparencia total, informar de todo lo que esté en sus
manos, y actuar como crean conveniente en cada momento. Precisamente eso es lo que

hizo WikiLeaks. Con la promocion de la transparencia y la apertura de la informacion

1 Georg Simmel (1858-1918) fue un destacado fildsofo y sociélogo aleman, doctorado en la Universidad
de Berlin. Se preocup6 mucho por el tema de la interaccion social.

4



El caso WikiLeaks Miguel Modrego Sanjuan

como sus estandartes, rompid el secretismo y desenmascaré una enorme cantidad de
entresijos diplométicos, actuando en favor de una ciudadania que necesitaba ser bien

informada.

En el terreno del periodismo digital, que conlleva la aparicién de nuevos agentes y
plataformas, los gobiernos ya no pueden controlar a la perfeccion lo que antes
dominaban sin ningun apuro. Organizaciones cibernéticas como WikiLeaks emergen en
una esfera mediatica que ahora puede ser mas transparente que nunca, siempre que se
utilicen los recursos adecuados, facilitando asi la informacién libre y el derecho a la

libertad de expresion. Nos hallamos en la época de Internet, aunque a muchos les pese.

1.2. Objetivos e hipotesis de la investigacion
v Analizar el surgimiento, desarrollo, funcionamiento y caida de WikiLeaks,
tomando como referencia el estudio de su historia, ademas de explicar los inicios
de su fundador Julian Assange como hacker y el papel desempefiado.
v" Conocer los limites y alcances de la organizacion en el campo de la
transparencia.
v' Ahondar en las mayores filtraciones Ilevadas a cabo por WikiLeaks,

entendiéndose como tales el Cablegate y Collateral Murder.

H1. WikiLeaks puede desmentir el hecho de que resulta muy probable conocer las
consecuencias que puede generar la divulgacion de informacion confidencial antes y
después de cada filtracion.

H2. El caso supuso una llamada de atencién al periodismo moderno, que debe saber
aprovecharse correctamente de este tipo de situaciones.

H3. La plataforma de Assange supera los limites periodisticos y enfatiza el término de
“filtracion”, transmitiendo que la divulgacién de informacion confidencial es algo
correcto si aboga por la transparencia y la apertura total de la informacion.

H4. El portal pretende demostrar que legitima la “e-filtracion”, es decir, la revelacion
ética de informacion confidencial mediante las TIC, ademés de favorecer el objetivo de
informar al ciudadano sobre los hechos y actividades que vienen realizando sus

gobiernos y entidades.

La H1 se enlaza con el primer objetivo, ya que al explicar con detalle la historia de
WikiLeaks y de su fundador, se aprecia que resulta muy complicado saber las
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consecuencias de la divulgacion de una informacion de caracter confidencial antes de
que suceda. La H2 se relaciona con el primer y el segundo objetivo. El periodismo
actual debe estar al tanto del posible surgimiento de organizaciones como WikilLeaks
para favorecerse y actuar rapida y correctamente en el desempefio de sus funciones. La
H3 se liga con el segundo objetivo basicamente porque se habla de transparencia
informativa, principal estandarte de WikiLeaks. Por ultimo, la H4 se conecta con
cualquiera de los tres objetivos mencionados. Incluye el término de “e-filtracion”
(filtracion en el ambito digital), la revelacion de las actividades de los gobiernos y la

necesidad de informar al ciudadano.

1.3. Metodologia aplicada

A pesar de las muchas filtraciones que revel6 WikiLeaks a través de su pagina web, una
de las claves del presente trabajo se centra en incidir en las dos que mayor impacto y
controversia generaron. Tanto el Collateral Murder como el Cablegate supusieron un
punto de inflexién para Julian Assange y su organizacion, para la fama que ambos
adquirieron a nivel mundial. Por este motivo, se analizara la version mas breve —la de
17 minutos- del video Collateral Murder publicado por WikiLeaks el 5 de abril de 2010.
Dicho andlisis sera posible gracias a los subtitulos en inglés que aparecen en las
escenas, ademas de por la claridad de las iméagenes. Se llevard a cabo un anélisis de
contenido del material grafico para conocer la realidad de dicha filtracidn, asi como el

contexto en el que ocurrio el suceso.

Por otro lado, y teniendo en cuenta que los documentos que destapd el Cablegate no
estan disponibles (fueron retirados de la web y de Internet), se tomaran como objeto de
analisis tres noticias vinculadas a esta macrofiltracion. Valiéndonos del diario espafiol
El Pais, que form6 parte de la coalicion informativa internacional que ayud6 a la
publicacién de los cables diplomaticos, se desarrollard un analisis de contenido de

dichas noticias, todas del 28 de noviembre de 2010.

Como método cuantitativo, se propone la realizacion de encuestas para medir el nivel
de conocimiento de los ciudadanos sobre el caso, y evaluar sus opiniones acerca del
mismo. También se les preguntara sobre el uso que ejercen en Internet y redes sociales,
informandoles previamente de los peligros que conlleva la digitalizacion. De esta
manera, se podran extraer conclusiones no representativas sobre la atencion que prestan

a los medios, la utilizacion de las redes en su vida diaria, el grado de concienciacion
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acerca de los riesgos existentes en el mundo digital o el valor que dan a la

confidencialidad y la transparencia informativas.

Este tipo de encuestas necesitan establecer unos parametros concretos para poder
comparar y extraer resultados validos. Dichos parametros son los siguientes:

- Universo: Toda persona en edad adulta (con una edad igual o superior a 18
afios) en Espafa en 2018.

- Ambito geogréfico: Espafa.

- Trabajo de campo: Octubre de 2018.

- Tamafo de la muestra: 100 individuos. Finalmente se ha obtenido una muestra
de 139 individuos.

- Técnica: Se trata de muestreo no probabilistico por conveniencia. Por lo tanto,
este proceso no goza de total aleatoriedad a la hora de escoger a los individuos
objetos de estudio. La técnica por conveniencia es aquella que “facilita la
posibilidad de seleccionar aquellos casos accesibles para el investigador” (Otzen
y Manterola, 2017).

- Herramienta de elaboracion: La encuesta ha sido realizada mediante
“Formularios de Google” dada la facilidad para crear el contenido, ademas de la
familiaridad de los encuestados con este tipo de plataforma.

- Herramienta de difusion: EIl cuestionario ha sido compartido con los
individuos sujetos de estudio a través de WhatsApp, intentando asi establecer un

efecto bola de nieve para que llegara al maximo nimero posible de personas.

2- Estado de la cuestion: Una nueva forma de comunicacion en el ambito

digital surge del ansia por una total transparencia, que necesita y/o requiere la

divulgacion de informacion confidencial.

“WikiLeaks practica la obediencia civil, es decir, somos una organizacion que trata de
hacer que el mundo sea méas civilizado y actle contra organizaciones abusivas que
presionan en la direccion opuesta. WikiLeaks es un servicio pablico internacional; nos
especializamos en permitir a periodistas o informantes que han sido censurados a

presentar sus materiales al publico”
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- Julian Assange, fundador de WikiLeaks

El acceso libre a la informacion ha sido y es uno de los rasgos fundamentales que
caracterizan a todo tipo de democracias liberales en el mundo y uno de los grandes
objetivos del periodismo. Sin embargo, la falta de transparencia, el gusto por el
secretismo o la manipulacion lo han dificultado sobremanera. Hoy en dia, el
surgimiento de las nuevas tecnologias, el desarrollo de multiples plataformas digitales y
el gusto por los avances en Internet permiten que los riesgos que conlleva la transmisién
de informacion se vean disminuidos (0 aumentados). Dichas facilidades posibilitan una
nueva dindmica en el intercambio convencional del conocimiento, asi como una nueva
forma de periodismo basado en informacion y datos a los que antes no se podia tener

alcance.

El 4 de octubre de 2006 nacié WikiLeaks, una organizacion sin animo de lucro cuyo
objetivo principal era la promocién de la transparencia y, por tanto, la apertura de la
informacion. Esto lo desarrollaba a través de la denuncia de ciertas irregularidades de
empresas y gobiernos, basandose en una plataforma o portal en Internet. Dado el
enorme impacto y repercusion que logré generar por medio de revelaciones y
filtraciones acerca, mayoritariamente, del gobierno estadounidense, fue considerada
como una de las herramientas tecnoldgicas para el manejo de la informacion mas

controversiales de las Ultimas décadas.

Como dice Alberto Quian en su libro El impacto mediatico y politico de WikiLeaks, “la
organizacion WikiLeaks ha ocupado portadas de periddicos y revistas de todo el mundo,
ha abierto informativos de las principales cadenas de television, ha sido objeto de
numerosos reportajes y documentales, y se ha propagado en Internet, ademas de generar
una extensa coleccién de libros y guiones cinematograficos centrados en la figura de su
enigmatico fundador, el hacker australiano Julian Assange, y en el fenomeno de las
filtraciones masivas de documentos secretos de gobiernos y corporaciones

transnacionales” (2013, p.9).

Y es que WikiLeaks ha tenido conflictos con casi todos los Estados poderosos por el
hecho de “sondear” sus secretos, tal y como afirma sin ningtn reparo Julian Assange en
Criptopunks: la libertad y el futuro de Internet: “conocemos por adentro el nuevo
estado de vigilancia porque hemos sondeado sus secretos. Lo conocemos desde el lugar

de un combatiente porque hemos tenido que proteger a nuestra gente, nuestras finanzas

8



El caso WikiLeaks Miguel Modrego Sanjuan

y nuestras fuentes de informacion de él. Lo conocemos desde una perspectiva global
porque tenemos personas, recursos e informacién en casi todos los paises del mundo. Lo
conocemos desde el punto de vista del tiempo porque hemos estado combatiendo este
fendmeno durante afios y lo hemos visto duplicarse y diseminarse una y otra vez”
(2013, p.15). Desde sus origenes, la organizacion fue considerada por muchos como el
heraldo del nuevo periodismo de investigacion y transparencia; para otros tantos, fue

percibida como un experimento de alto riesgo hacia sus intereses.

Atendiendo a la Ley de Transparencia en EEUU?, puede decirse que la divulgacion de la
informaciéon confidencial y la transparencia tienen dos efectos transformadores
opuestos. Por un lado, son capaces de informar y otorgar fuerza a la opinién publica y,
por el otro, pueden crear un dafio enorme al bloquear y poner en cuestion ciertas
operaciones de gobiernos y/o diversas entidades en la esfera politica. Precisamente
Antoni Gutiérrez-Rubi habla de la politica ligada a la transparencia en su libro La
politica vigilada: la comunicacién politica en la era de WikiLeaks, anotando que “la
transparencia es una de las consecuencias politicas del incremento de la madurez
democrética de nuestras sociedades y de una renovada demanda moral y actitudinal que
se le exige a la politica en el cumplimiento de sus obligaciones y en el desarrollo de sus
funciones. Y, también, un antidoto (o, al menos, una seria prevencion) para las oscuras

précticas que rozan o cruzan la legalidad, llegando a vulnerarla” (2011, p.20).

En este contexto, WikiLeaks, con el objetivo prioritario de filtrar masivamente datos y
documentos, desafi6 el proceso de anélisis previo a una divulgacion de informacion de

dos formas:

1. Su capacidad para recibir, comprobar y distribuir informacion filtrada de manera

rapida, masiva e imparable permite obviar un importante marco juridico que haria

2 Desde 1966, Estados Unidos cuenta con una Ley de Libertad de Informacion (FOIA por sus siglas en
inglés), cuya Ultima de las cuatro reformas data de 1996, para incluir el acceso a informacion electrénica
(e-FOIA). Dicha ley permitio la consulta de archivos de las agencias federales mediante las paginas
electronicas de las instituciones publicas.

Cuatro meses después de llegar Obama, la Casa Blanca lanzé el portal data.gov, una web que tiene mas
de 250.000 bases de datos con informacion del Gobierno. Desde presupuestos estatales hasta lo que
invierte EE.UU. en ayuda exterior, el coste del programa de comedor de las escuelas publicas o un
historial de estadisticas sobre enfermos de cancer. En este portal los ciudadanos también pueden consultar
un conjunto de datos secretos hasta ahora, como por ejemplo los viajes y visitas a la Casa Blanca o los
nombres de las personas con los que se ha reunido el presidente.
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posible llevar a cabo un anélisis del balance de las consecuencias inmediatas de esas

divulgaciones.

2. Las consecuencias del Cablegate permiten reconsiderar y poner a prueba el
planteamiento de que la divulgacion y la apertura a la informacion provocan ciertos
efectos que podrian servir de base para un célculo y balance de las consecuencias

administrativas y judiciales de las filtraciones.

WikiLeaks, para dar cuenta de sus filtraciones y dotarlas de credibilidad, decidio aliarse
con cinco grandes medios de informacion escrita de Occidente, globales y tradicionales.
The New York Times, The Guardian, Der Spiegel, Le Monde y El Pais —todos ellos
medios progresistas- trabajaron conjuntamente para sacar a la luz la mayor filtracion de
documentos secretos jamas revelados sobre la diplomacia estadounidense. Los
directores de esta coalicion informativa se reunieron para debatir en febrero del 20113

sobre el futuro del periodismo a raiz de la publicacion de los papeles de WikilLeaks.

Sumado a esto, el actual desarrollo del Big Data abre nuevas posibilidades para
encontrar y contar grandes historias. Karma Peir0, especialista en Internet y tecnologias
de la informacion, anot6 que “hay que preservar parte del discurso digital que se da en
las redes como patrimonio cultural”*. Como patrimonio cultural a favor de la
transparencia periodistica, ya que la conservacion y puesta en escena de informacion
que ha sido expuesta al publico con anterioridad puede resultar una piedra angular en la

construccidn de piezas informativas y de procesos de investigacion.

WikiLeaks no hizo otra cosa que seguir su principal proposito de llevar a cabo una
apertura clara de informacion mediante la divulgacién de una serie de datos que

consideraba de interés general, con el objetivo de transmitir al publico informaciones

3 El debate, celebrado en Madrid, tuvo como principal punto que la transparencia no puede ser total, y los
medios deben intervenir a la hora de seleccionar qué debe ser publicado. Por ejemplo, Javier Moreno,
director de EI PAIS, apunté que “las revelaciones de WikiLeaks son el mayor acontecimiento periodistico
de los ultimos afios”. Bill Keller, del The New York Times, aclard que “WikiLeaks no inventd una nueva
era en periodismo, es mas un sintoma de lo que esta ocurriendo en los ultimos afios en Internet”. O Sylvie
Kauffman, directora de redaccién de Le Monde, que recordd que “el Cablegate no ha cambiado el
periodismo en lo fundamental, pero ha traido mucho a nuestro esfuerzo por conseguir mas transparencia”.
(https://elpais.com/sociedad/2011/02/23/actualidad/1298415614 850215.html)

4 Declaraciones de la periodista Karma Peird, que analiza en una entrevista para la serie #DataFutures la
influencia de las nuevas tecnologias y redes sociales en el periodismo actual y del futuro.
(https://retina.elpais.com/retina/2018/07/24/tendencias/1532426825_793939.html)
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que, pese a su condicién de ser confidenciales, debian de ser comunicadas en favor de la
transparencia. Asi lo explica Assange: “la mision de Wikileaks es recibir datos de parte
de informantes, hacerlos publicos y luego defenderse contra los inevitables ataque
legales y politicos. Es ya un hecho rutinario que Estados y organizaciones poderosas
intenten eliminar las publicaciones de WikiLeaks” (2012, p.23). La organizacion se
limité a ejercer su derecho a la informacion y libertad de expresion que cualquier

persona o institucion puede desempefiar.

Tomoé la responsabilidad de ser el altavoz de la transparencia porque sin ella el
ciudadano depende de la accién o la voluntad de otras personas para saber qué esta
sucediendo en la Administracion publica. Pese a no constituirse como periodismo, la
organizacion se mostr6 como un medio de organizacion, gestion y difusion de

informaciones “escondidas” que debian ser mostradas a los ciudadanos.

Por lo tanto, WikiLeaks desarroll6 una nueva forma de comunicacion —gracias a la
digitalizacion- que consistia en la divulgacion de informacion confidencial a través de la
difusion de filtraciones contrastadas para abogar por una transparencia total. Sus
filtraciones se convirtieron en miles de noticias reales que escandalizaron a la opinion

publica por la dimension de su veracidad.

3- Marco teorico: El periodismo en la era digital

3.1. Influencia de las nuevas tecnologias en la profesion

“El actual panorama informativo y comunicativo al que nos enfrentamos es parte de una
fase caracterizada por la interactividad, la participacién de las audiencias o la
desintermediacién, que acompafian a la pérdida del monopolio de la emisién publica por
parte de los medios de masas tradicionales, si bien estos siguen siendo actores clave en

el proceso comunicativo” (Herrero, 2014, p. 67).

Resulta inevitable afirmar que el periodismo ha cambiado con la tecnologia digital y la
era de la hiperconexion. Hoy en dia responde a las demandas de sus nuevos publicos,
teniendo que reinventar continuamente su modelo de negocio para asegurar la
sostenibilidad de un periodismo independiente y de calidad. Hay que aceptar que las

cosas han cambiado; el periodismo y todos sus componentes se hallan en un proceso de
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mutacion desde hace varios afios. Ya lo apunt6 Juan Varela en la revista TELOS®: “El
periodismo no puede ser como siempre. Sus destinatarios han mudado. Dos terceras
partes de los internautas se informan habitualmente en la web y més del 80% leen
prensa digital. La comodidad, la gratuidad, la actualizacion y la disponibilidad y acceso

permanentes son los grandes atractivos de la informacion digital” (2011, p. 108).

No obstante, este ciberperiodismo no olvida algunas de sus grandes virtudes
tradicionales como la credibilidad, la veracidad, la funcion social o el &nimo critico.
Ahora se ve obligado a incluir estos valores del periodismo convencional dentro del
tejido tecnoldgico, las redes sociales y la ubicuidad permanente de los contenidos con
los dispositivos electronicos. La vision del periodismo en esta era digital debe ser
aquella ligada a la utilizacion de la tecnologia para aumentar su calidad, avanzar en el

reparto de los contenidos y contestar a las demandas de la poblacion.

Dentro de esta revolucion del ecosistema digital, la informacién se hace omnipresente,
ubicua y multiplataforma. Los contenidos buscan a su audiencia, intentando llamar su
atencion para despertar su interés, y no solo se consumen, sino que también se
comparten (funciédn social). Si dichos contenidos no se redistribuyen carecen de valor.
Ademaés, emerge un factor personal porque los contenidos influyen y definen al usuario,
y construyen su voluntad e identidad de dominio publico. La informacion y los
contenidos deben estimular la interactividad y la participacion para sobrevivir en el flujo

social.

Juan Varela aclara que “la audiencia controla los contenidos como nunca y los medios
estan obligados a aceptar una nueva economia plagada de competidores y de
plataformas donde la informacidn tiene usos, significados y efectos muy distintos a los
concebidos por el periodismo tradicional” (2011, p. 110). Las nuevas tecnologias han
cambiado el panorama del periodismo, y han posibilitado un enorme espacio donde se
es emisor y receptor a la vez, donde el valor informativo se convierte en el factor comun
de las opciones de relacion y conexion de la informacion, donde la vivencia, la
experiencia de los usuarios y la interfaz de acceso poseen la misma importancia que el

contenido en si mismo.

5 La revista TELOS pertenece a la Fundacion Telefénica. Esta basicamente enfocada a temas relacionados
con la tecnologia y la comunicacion.
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Internet se ha convertido en un medio de comunicacion sin precedentes con un alcance
que supera los limites establecidos hasta el momento. Rompi6 hace tiempo el principio
enunciado por Marshall McLuhan (1964) de “el medio es el mensaje”. Ahora mismo
pegaria mas la afirmacion defendida por Maria Jesus Casals (2006) de “el periodista es
el mensaje”. La aplicacion de las nuevas tecnologias a los diferentes campos de la
produccion periodistica implicé cambios muy relevantes tanto en las rutinas de trabajo
como en las destrezas que debe adquirir la figura del periodista para llevar a cabo sus

funciones.

Para apoyar la consolidacion de lo redactado en los anteriores parrafos, Miguel Angel
Sanchez de la Nieta expone diferentes consideraciones acerca de este nuevo periodismo
en su libro El Renacimiento del Periodismo. El autor sostiene la tesis de que “el
periodismo necesita vivir su Renacimiento; y como los artistas del Cinquecento, renovar
su interés por los canones clasicos de esta profesion y embellecerlos ain mas con las
herramientas digitales y las inmensas posibilidades comunicativas de nuestra sociedad
hiperconectada” (2016, p. 13-14). El actual escenario mediatico se caracteriza por la
inmediatez de las comunicaciones y la hiperconexion de los ciudadanos, pero existe
sobreabundancia de informacion, ya que se han democratizado la produccion y el
acceso informativo. También se hace necesario explicar qué es lo que hace distinto al
periodismo para poder diferenciarlo en un mercado informativo democratizado por las
tecnologias digitales. Sdnchez de la Nieta responde a este paradigma apoyandose en los
rasgos basicos del periodismo, que no deben dejarse de lado en la era digital —como
también dijo Juan Varela en la revista TELOS-: “Verdad, objetividad e independencia
para mantener la exclusiva lealtad al ciudadano, en un servicio cualificado a su

inteligencia diaria, a la racionalidad de la opinion publica” (2011, p. 32).

A modo de resumen, las nuevas tecnologias hacen mas posible la precision en la
obtencion del material informativo, el contraste de los hechos, la comprobacion de los
testimonios de las fuentes consultadas y la confirmacion de la autenticidad y veracidad
de las pruebas documentales. Estos estandares, dado el incesante flujo de informacion
propio del ciberperiodismo, se hacen ain mas necesarios si cabe, si bien es verdad que
existe un mayor riesgo precisamente por el problema de la sobreinformacion. Los
medios, en ciertas ocasiones, confunden la verdad con la verosimilitud, dejando de lado
el proceso de verificacion y, por ende, la objetividad periodistica sobre la que debe

sostenerse su trabajo. Por lo tanto, hay que aprovecharse de las enormes ventajas que
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nos brindan, pero siempre teniendo en cuenta que los riesgos que corremos son mayores

en un mundo digital en continuo descubrimiento.

3.2. ¢La privacidad esta en peligro? Exposicion en las redes sociales

En la actualidad, las redes sociales se constituyen como una plataforma practicamente
vital para la mayoria de los internautas, conscientes de las mdltiples ventajas y
posibilidades que ofrecen. Pero a medida que avanza la tecnologia, los riesgos que
conlleva nuestra informacion aumentan irremediablemente. Por lo tanto, resulta
primordial no exponer toda nuestra privacidad en la gran red, lo que se antoja mision

mas que complicada.

La eclosion de las redes sociales se dio gracias al desarrollo de la denominada “web
2.0”, que estableci6 los ya universales patrones de disefio® con los que se identificaban
las aplicaciones digitales. Estas siete caracteristicas fueron convirtiendo a las redes
sociales en una herramienta clave para su uso en el terreno periodistico. De hecho, en
alguna de las tantas definiciones que se han dado del término “web 2.0, se aprecia esta
relacion tan estrecha con las redes. Por ejemplo, Cebrian define la web 2.0 como “una
red social, o de relaciones interactivas, abierta a los internautas que quieran participar en
los procesos comunicativos de produccion, difusion, recepcion e intercambio de todo
tipo de archivos: escritos, de audio, de video o integrados en una concepcién
audiovisual que lleva a los tratamientos multimedia con la incorporacion de los
complejos modelos de la navegacion, los enlaces y la interactividad, y que enriquecen

los modelos de comunicacion interactiva” (2008, p. 346).

La privacidad es el aspecto fundamental a cuidar en este mundo. Se hace necesario ser
prudente con la informacion que se publica, decidir correctamente qué compartir con el
resto de usuarios y proteger los datos que se introducen en una red social. Uno de los
nuevos términos que ha surgido en los ultimos meses es el llamado “oversharing”, que

vendria a ser una especie de sindrome consistente en compartir en exceso en la red hasta

® Los siete patrones de disefio fueron establecidos por el irlandés Tim O’Reilly, impulsor de los
movimientos de codigo abierto y software libre. Es uno de los principales autores del concepto “web 2.0”
y se le conoce como uno de los grandes visionarios de la web. Los patrones fueron los siguientes: 1. Toda
red social usa la web como plataforma, 2. Aprovecha la inteligencia colectiva, 3. Concede mayor
importancia a los datos que gestiona, 4. Las interfaces se parecen mucho a las aplicaciones de ordenador,
5. Sus funcionalidades estan en constante actualizacién y mejora, 6. Estd disefiada para ser mezclada y
reutilizada, y 7. Pretende ser usada desde otros dispositivos diferentes al ordenador.
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el punto de llegar a perder el control. Este “sindrome” conlleva el riesgo de que tanta
sobreexposicion en redes sociales sitte al usuario en el centro de la diana, ya que a
mayor informacion personal publicada en Internet, mas expuesto queda para todo y, por

lo tanto, existen mayores opciones de salir malparado.

Pero el verdadero problema aparece cuando el usuario no logra diferenciar entre lo
privado y lo puablico, entre conservar su intimidad o exponerla. Muchos tienen en su
mente el objetivo de crear una identidad digital (que no debe confundirse con la
personal) que les proporcione cierto reconocimiento a través de una buen cantidad de

likes o comentarios, adquiriendo asi seguridad y disminuyendo el miedo al rechazo.

Estas acciones, que no deberian cometerse si nos dejamos guiar méas por el sentido
comdun, vienen produciendo —desgraciadamente con mayor frecuencia- riesgos muy a

tener en cuenta. Estos peligros, todos ellos con Internet de por medio, son los siguientes:

Ciberbullying: también conocido como ciberacoso, consiste en el uso de

herramientas digitales para incomodar, molestar o importunar a una persona.

- Grooming: acoso sexual virtual que se realiza a un menor de edad.

- Sexting: envio de mensajes, videos e imagenes con contenido erético y/o
pornogréafico a través de teléfonos moviles.

- Phishing: captacion de datos personales realizada de manera ilicita o fraudulenta
a través de Internet.

- Suplantacion de identidad: accion mediante la cual una persona se hace pasar
por otra para desarrollar determinadas actividades en beneficio propio y/o en
perjuicio de la persona suplantada.

- Ciberadiccion: se refiere a una supuesta patologia que supone un uso abusivo de

Internet a través de diferentes dispositivos o plataformas, y que interfiere con la

vida diaria.

3.3. El Big Data

3.3.1. Definicidn, utilidades e importancia

Bajo el término de “Big Data” se agrupa todo aquello relacionado con cantidades
masivas de datos, desde su recoleccion y almacenamiento, pasando por la inteligencia
artificial, hasta su andlisis y visualizacion. Se define como el conjunto de datos o

combinaciones de conjuntos de datos cuyo tamafio, complejidad y velocidad de
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crecimiento dificultan su captura, gestion, desarrollo o analisis mediante herramientas y

tecnologias convencionales.

Las caracteristicas sobre las que se sustenta son las denominadas cuatro Vs: velocidad
(cada hora), variedad (los datos, en su mayoria desestructurados, provienen de fuentes
diferentes), volumen (cada hora se generan alrededor de 2,5 millones de Terabytes) y
veracidad (informacion en la que se puede confiar). Pero el poder del Big Data reside en
un quinto aspecto que estd cobrando mayor fuerza en los ultimos tiempos: la
inteligencia -de la que se hablara mas adelante-. Entre sus actuales utilidades o usos,

sobresalen los siguientes:

e Mejorar la produccion y la toma de decisiones: algunas fabricas instalan
sensores en las maquinas para optimizar sus procesos utilizando los datos
obtenidos, mejorando asi su toma de decisiones y la competitividad.

e Mejorar la relacién y el contacto con el cliente: se puede personalizar la
experiencia del consumidor, darle una mejor asistencia o analizar sus
motivaciones para reforzar su retencion.

e Aumentar la competitividad de las industrias: el sector agricola, uno de los mas
tradicionales, aprovecha el anélisis de datos para ajustar las cantidades de agua y
fertilizantes o para anticiparse a cambios de meteorologia.

e Ayudar a la expansion y/o desarrollo de las pymes: las pequefias y medianas
empresas pueden saber quién, como y cuando entra alguien a su web, ademas de
los motivos que le conducen a hacerlo. También pueden llevar a cabo un registro

y analisis de todas las transacciones empresa-cliente.

La gran importancia de este Big Data radica en que proporciona respuestas a muchas
cuestiones que las propias empresas desconocen que tienen. Se convierte en el mejor
aliado a la hora de tomar decisiones estratégicas, generar ideas de negocio, crear
productos y servicios, optimizar campafas de marketing... Las organizaciones son
capaces de identificar los problemas de una forma mucho mas entendible, y les permite
una movilidad mas rapida, eficiente y sin problemas. Su analisis sirve de apoyo para
aprovechar los datos y poder usarlos para identificar o encontrar nuevas oportunidades,

asi como predecir posibles comportamientos futuros de una forma mas exacta.
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3.3.2. La relevancia de la inteligencia artificial

Es el gran objetivo en el futuro cercano para la mayoria de las empresas que usan Big
Data. La inteligencia artificial serd capaz de hacer muchas cosas de forma automatica,
con escasa 0 nula supervision humana. Por el momento ya ofrece nuevas formas de
interactuar con el entorno. Su evolucion es fruto del auge y continuo desarrollo de la

tecnologia en esta era digital.

La inteligencia artificial (IA) se define como la “combinacion de algoritmos planteados
con el proposito de crear maquinas que presenten las mismas capacidades que el ser
humano™’. Esta presente en nuestra rutina en diferentes aplicaciones. Por ejemplo, en la
deteccion facial de los dispositivos méviles o en los asistentes virtuales de voz como
Cortana (de Microsoft) o Siri (de Apple). Estas herramientas tienen como objetivo

primordial hacer més sencilla la vida de las personas.

La relacién entre la 1A y el Big Data es evidente. Las opciones que ofrece la inteligencia
artificial para procesar ingentes cantidades de datos y proporcionar ventajas
empresariales, comunicacionales y comerciales son tan altas que le haran colocarse
como la tecnologia indispensable en las siguientes décadas. Y es que este tipo de
inteligencia puede aplicarse a diversos sectores. En las finanzas, puede ayudar a los
bancos a predecir patrones del mercado, detectar el fraude o aconsejar a sus clientes
diferentes operaciones. En cuanto a la sanidad, ya existen chatbots que preguntan por
sintomas meédicos para llevar a cabo un diagndstico. O en educacion, permite sugerir
nuevos cursos o crear ofertas personalizadas para mejorar el aprendizaje. Queda bien
claro que la 1A hard mucho mas eficiente el trabajo desempefiado por los humanos, y
nos permitird ejecutar acciones que nunca hubiéramos podido hacer dada su

complejidad.

De todos modos, teniendo en cuenta esta repentina y vertiginosa aparicion de la IA y la
robdtica, se hace necesaria la creacion de una normativa para controlar su uso y empleo,

evitando asi posibles problemas. El Parlamento Europeo® propuso seis leyes para

7 Esta definicion de inteligencia artificial es dada en la pagina web de Iberdrola, donde ademas se afirma
que supone un “fendémeno llamado a protagonizar una revolucion equiparable a la que generd Internet”.
(https://www.iberdrola.com/te-interesa/tecnologia/que-es-inteligencia-artificial)

8 El 16 de febrero de 2017, en Estrashurgo, el Parlamento Europeo reclamé a la Unién Europea que se
dotara de un arsenal juridico que facilitara el desarrollo de la industria robdtica, pero que protegiera a los
ciudadanos ante los desafios del desarrollo tecnoldgico. Con 396 votos a favor, la resolucion invitaba a la
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intentar regular este nuevo fendmeno: 1. Los robots deberan contar con un interruptor
de emergencia para evitar cualquier peligro, 2. No podran hacer dafio a los seres
humanos, 3. No podran generarse relaciones emocionales, 4. Serd obligatoria la
contratacion de un seguro destinado a las maquinas de mayor envergadura y los duefios
asumiran los costes de los dafios materiales, 5. Sus obligaciones y derechos seran
clasificados legalmente y 6. Las maquinas tributaran a la seguridad social para
subvencionar las ayudas de los desempleados.

Ante los avances tecnoldgicos, las cifras son siempre la mejor muestra de los resultados.
Segun la consultora estadounidense Gartner®, se estima que en 2025 el mercado de la
IA pueda llegar a representar 127.000 millones de ddlares. NUmeros que sitlan a la

inteligencia artificial como uno de los pilares del futuro méas inmediato.

4- El caso WikilLeaks y las filtraciones

4.1. Descripcion de los conceptos de filtracion, cypherpunk y cultura

hacker

NuUfez Ladeveze define “filtracion” como “el suministro interesado o por encargo de sus
superiores de informacién por una fuente que mantiene el anonimato no porque el
contenido de la informacidn le perjudique sino porque infringe la obligacion de guardar
sigilo” (1991, p. 287). En esta definicion, se vincula la filtracion con los datos
suministrados por una fuente que es anonima. Segun el articulo de José Maria Caminos
Marcet Periodismo de filtracion, periodismo de investigacion?®, “desde el punto de vista
profesional, la posesion de documentos filtrados es un inmejorable punto de partida para

iniciar una investigacion sobre la veracidad de los datos filtrados, y también para

preparacion de una propuesta legislativa que dedicara especial atencion a “la seguridad, la privacidad, la
integridad, la dignidad, la autonomia y la propiedad de los datos”. Las seis leyes propuestas todavia no se
han aprobado. (https://www.efe.com/efe/america/tecnologia/la-union-europea-quiere-leyes-para-convivir-
con-los-robots/20000036-3181630#)

° Gartner es una empresa consultora y de investigacion lider en el campo de las tecnologias de la
informacién. Entre sus clientes incluye a algunas de las mas grandes empresas, agencias de gobierno,
empresas tecnolégicas y agencias de inversion.

10 Caminos Marcet, catedratico del Departamento de Periodismo de la Universidad del Pais Vasco, habla
en su articulo de los limites del periodismo de investigacion y el uso de filtraciones en esta modalidad
periodistica. (http://www.ehu.eus/ojs/index.php/Zer/article/view/17303/15097)
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recopilar mas informacidn sobre un tema. Asi, las filtraciones pueden convertirse en una
guia casi imprescindible para avanzar en una investigacion que puede alcanzar, casi
siempre, un gran interés”. Ademas, anade que “el objetivo es claro: influir en la opinion
publica mediante informaciones que, por un motivo u otro, no podrian darse a conocer

oficialmente”.

Esto es lo que llevo a cabo WikilLeaks. Convirtid las miles de filtraciones que le llegaron
de fuentes andnimas en investigaciones para comprobar la veracidad de los datos y las
informaciones recibidas, manteniendo el anonimato de dichas fuentes. Es decir, utilizo
la filtracion como su herramienta estrella para organizar investigaciones que alcanzaron
un interés mayusculo a escala mundial. De este modo, agité a la opinion puablica
informandola acerca de hechos que, de no ser por la organizacion, jamas hubieran salido
a la luz. Ademas, es obligatorio destacar que dentro del caso WikiLeaks, el llamado
Cablegate se constituyd como una macrofiltracion en toda regla, con la difusion de
alrededor de 250.000 documentos secretos. La organizacion trabajo con miles de
archivos filtrados que fueron contrastados por profesionales que aseguraron su
veracidad, para después ser difundidos publicamente en los medios. Como puede
apreciarse, los procesos de contraste y verificacion resultaron fundamentales para el

prestigio del portal web.

Para entender a WikiLeaks y a su fundador Julian Assange, asi como comprender sus
objetivos y estrategias, hay que adentrarse en la filosofia cypherpunk, concepto acufiado
por Jude Milhon!!, mas conocida en los circulos informaticos con el apodo de St. Jude.
El cypherpunk es una evolucién del ciberpunk (combinacién entre cibernética y punk)
para describir a los seguidores de este movimiento que utilizan la criptografia. A finales
de la década de los 70 y durante los afios 80, el ciberpunk adoptd la idea de la
recreacion de un futuro proximo oscuro, siniestro, dominado y determinado por la alta
tecnologia, en el que el ser humano no iba a ser mas que una simple rata de laboratorio
en manos de grandes corporaciones que habran sustituido o controlado a los Estados-

nacion.

11 Jude Milhon (1939-2003) fue una programadora informatica, hacker, escritora, defensora de los
ciberderechos y de la participacion activa y decisiva de las mujeres en la red, y fundadora del movimiento
cypherpunk.
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Teniendo en cuenta esta mentalidad, el fin Gltimo del movimiento cypherpunk consiste
en subvertir o desmantelar el secreto como mecanismo de gobierno de los ya
mencionados Estados-nacion y corporaciones. Eso si, este objetivo no debe entrar en
conflicto con el derecho a la privacidad del individuo. “Assange identifica el secreto
como herramienta de la censura, y la busqueda de informacién como camino hacia un
estado de conocimiento y de justicia mejorada” (Quian, 2013, p. 26). De hecho, en el
documental WikiLeaks: Secrets and Lies'?, Julian Assange expone de forma resumida
los principios sobre los que se sustenta la “nueva guerra” entre las estructuras de poder

y los disidentes:

“Todos l0s organismos, todos, estan metidos en actividades injustas. Asi que
cuando intentas encontrar la informacion que es probable que dé lugar a un
estado de justicia mejorada, buscas la informacion que el organismo no quiere
que se conozca. Siempre he dicho que la censura, aunque sea algo condenable,
siempre es una sefial optimista, siempre es una oportunidad, porque la censura

revela el miedo a la reforma por medio del conocimiento”.
Fdo.: Julian Assange

El cypherpunk ha puesto en el debate publico la lucha entre el Estado-nacion vy el
individuo, un enfrentamiento en el que Assange se erigi6 como el cabecilla de la
disidencia, de los insurrectos involucrados en una batalla por el futuro de la humanidad
en la que el individuo triunfaria finalmente. El australiano creia que los Estados pueden
ocultar informacidn, y él se arriesgd a publicarla. Se autoconfirmé como el disidente de

la “corriente dominante”.

Por otro lado, el término “cultura hacker” se usa para describir un conjunto de formas
de hacer, un ethos caracteristico de los hackers, y va ligado al concepto “ética hacker”,
que se utiliza para sefialar como esta cultura se presenta en términos de “buen hacer”.
Segun Steven Levy®, los principios de la ética hacker se fundamentan en los siguientes

puntos: 1. Acceso a las computadoras y la tecnologia, 2. Toda la informacién tiene que

2 El documental, del director y productor Patrick Forbes, se emitié por primera vez en el afio 2012 a
través del canal britanico Channel 4.

13 Nacido en EEUU, Levy es un periodista que ha escrito varios libros sobre criptografia, tecnologia,
computadoras, Internet, privacidad y ciberseguridad. Se intereso por el mundo hacker, en especial, por la
rama de la ética.
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ser libre, 3. No hay que confiar en la autoridad, sino en la descentralizacion, 4. Los
hackers deberian ser juzgados por sus actos, 5. Se puede crear belleza con la
computadora, 6. Las computadoras pueden cambiar la vida y mejorarla. EIl objetivo de
los hackers reside en la mejora constante del codigo, y para ello han desarrollado una
cultura del trabajo colaborativo. Su cultura no seria posible sin una ética del trabajo
sustentada en el compartir, el intercambio de informacidn y conocimientos, la libertad y
generosidad, y las estructuras organizativas distribuidas. Todo ello componen atributos

que poseia WikiLeaks.

4.2. Evolucion del caso WikiLeaks

En mayo de 2017, la Fiscalia sueca anuncié el cierre de la investigacion preliminar
abierta en el afio 2010 contra Julian Assange por un supuesto delito de violacion. El
proceso abierto en el pais nordico llevd al australiano a refugiarse en la embajada de
Ecuador en Londres para evitar su extradicion a Suecia y, desde alli, a Estados Unidos
(por las filtraciones de WikiLeaks). Para comprender a la perfeccion la repercusion que
generé el caso, conviene apuntar una cronologia con los principales acontecimientos

que ocurrieron.

En diciembre de 2006, Julian Assange decidio crear el portal de Internet WikiLeaks con
el objetivo de divulgar anonimamente las injusticias de los “regimenes represores”. Un
mes mas tarde, WikiLeaks comienza a publicar sus informes en la red. Unos informes
que carecieron de importancia durante los tres primeros afos, cuando la plataforma

todavia estaba arrancando. Tan solo era cuestion de tiempo.

El 5 de abril de 2010 WikiLeaks divulgé un video en el que cuestionaba la version
oficial sobre la muerte de varios iraquies en Bagdad como respuesta a un supuesto
ataque terrorista el 12 de julio de 2007. La filmacion se denominé Collateral Murder.
El 26 de julio de ese mismo afio, varios medios internacionales publican informacién
secreta filtrada por WikiLeaks acerca de la guerra en Afganistan. La organizacion subio
a su pagina web 91.000 documentos militares, llegando a ser la mayor filtracién
informativa que habia sacudido al Ejército estadounidense. La figura de Julian Assange
empez0 aqui a ser conocida en todos los rincones. En agosto, la Fiscalia sueca inicia una

investigacion contra él por presunto acoso sexual.

El 22 de octubre de 2010, WikiLeaks publicé 391.000 documentos que daban a conocer

que Estados Unidos habia permitido torturas sistematicas en la guerra de Irak. Los
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informes aludian a palizas, latigazos y quemaduras a los prisioneros, asi como a la
muerte de 70.000 civiles iraquies. EI 28 de noviembre los diarios El Pais, The New York
Times, The Guardian, Le Monde y Der Spiegel revelaron el contenido de la mayor
filtracion de documentos secretos a la que jamas se habia tenido acceso en toda la
historia. Se trata de una coleccion de mas de 250.000 mensajes, obtenidos a traves de la
pagina de WikiLeaks, del Departamento de Estado de EEUU. Se destapaban hechos
inéditos sucedidos en las zonas méas conflictivas del mundo. También se daban a
conocer otros datos de gran importancia que dejaban al descubierto la politica exterior

norteamericana. Este suceso fue bautizado con el nombre de Cablegate.

La mafana del 7 de diciembre Julian Assange se entregd a la policia londinense por
motivo de las acusaciones que pesaban sobre él desde Suecia. Unos dias mas tarde
quedo en libertad bajo fianza. La semana siguiente el juez revoco la prision preventiva y
Assange fue puesto en libertad bajo fianza de 200.000 libras y la entrega de su
pasaporte. Esto coincide con que Visa y Mastercard suspenden los pagos hacia
WikiLeaks.

Ya en febrero de 2011, un juez britanico aprobd la extradicion de Assange a Suecia. El
25 de abril, varios medios publicaron los primeros cables acerca de los abusos que
gjercié Estados Unidos en Guantanamo. En agosto el portal reveld informes acerca del
espionaje estadounidense a politicos extranjeros y altos funcionarios de Naciones
Unidas. Un mes después, el fundador de la organizacion anunci6 en la capital inglesa
que WikiLeaks dejaba de difundir secretos oficiales por falta de financiacion. Denunci6
un auténtico “bloqueo arbitrario” de las entidades bancarias de EEUU que habria
destrozado el 95% de sus ingresos. Una semana mas tarde, el Tribunal Superior de
Londres concedio la extradicion de Assange a tierras suecas, mientras que el 5 de
diciembre el mismo tribunal autoriza al australiano a recurrir ante el Supremo contra su

extradicion.

A mitad del afio 2012, Assange se refugio en la embajada ecuatoriana en Londres, vy el
25 de julio el exmagistrado espafiol Baltasar Garzon se puso al frente del equipo
juridico que pasa a defender la figura del fundador de WikiLeaks. En agosto de este
mismo afio, Ecuador concede el ansiado asilo politico al australiano. En junio de 2014,
Assange solicitd a EEUU la retirada de la investigacion contra su organizacion, y el
presidente de Ecuador, Rafael Correa, denuncio el encierro del fundador de WikilLeaks,
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calificandolo de “atentado contra los derechos humanos”. EI dia 28 de octubre el
Gobierno britdnico se muestra dispuesto a facilitar que Julian sea interrogado en
Londres, pero la Fiscalia sueca reitera que debe ser interrogado en el pais nérdico.

En febrero de 2015, los abogados de Assange llevan la batalla legal hasta el Tribunal
Supremo de Suecia, alegando que las limitaciones a la libertad de su representado son
“desproporcionadas e irrazonables”. Ademas, el australiano aceptd ser interrogado por
la fiscal del caso en Londres, a lo que la acusacion se neg6. No obstante, el 13 de agosto
de 2015, la Fiscalia sueca cierra las acusaciones de coercion y acoso sexual, pero
mantiene la de violacion “en grado menor” hasta agosto del afio 2020. Y en diciembre,
Suecia y Ecuador firman un Acuerdo de Asistencia Legal en materia Penal,

favoreciendo asi la celebracion del interrogatorio de Assange.

En febrero de 2016, el Grupo de Trabajo de la ONU sobre Detenciones Arbitrarias
considera injusta y abusiva la detencion de Julian Assange. Pero Londres y Oslo
advierten de que sera detenido tan pronto como abandone la sede ecuatoriana. A
mediados de noviembre, el fiscal de Ecuador Wilson Toainga interrog6 al australiano en
la Embajada de Londres con preguntas que habian sido formuladas por el Ministerio de
Justicia sueco. Assange reiteré una vez mas que es inocente y que “las relaciones

sexuales por las que le acusan de violacion fueron consentidas”.

Tras la absolucidon de la pena de 35 afios de prision a la exsoldado Chelsea Manning, el
18 de enero de 2017 Assange manifestd su disposicion a ir a EEUU siempre que se
respetaran sus derechos. ElI 15 de marzo la Fiscalia sueca informé de que habia
terminado la traduccién del interrogatorio a Assange llevado a cabo dos meses antes. El
19 de mayo la Fiscalia anuncio el cierre de la investigacion preliminar abierta en 2010.
Sobre Julian Assange todavia pesa una orden de arresto por no haber cumplido las
condiciones de la fianza por las que estaba obligado a entregarse a los tribunales el 29

de junio de 2012, mes en el que entrd en la embajada de Ecuador en Londres.

4.3. Papel de Julian Assange

Posiblemente una de las personas que ha generado mayor controversia durante los
ultimos tiempos. Querido y admirado por muchos, odiado y despreciado por otros
tantos. Angel o demonio. Honesto o traidor. Estandarte de la transparencia informativa
o principe de las sombras. El catalogo de interrogantes que plantea la figura de Julian

Assange (Townsville, 3 de julio de 1971) es inagotable.
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La inestabilidad de su familia provoco que asistiera a 37 colegios, sin poder establecer
lazos de amistad. Con una sélida formacién en Fisica y Matematicas en la Universidad
de Melbourne, Assange se uni6 al grupo de piratas informaticos International
Subversives a finales de los afios 80, convirtiéndose méas adelante en el hacker mas
famoso de esta organizacion. Tuvo sus primeras repercusiones legales a comienzos de la
década de los noventa, cuando afrontd treinta cargos por pirateria informatica que logré
saldar con el pago de una multa. Con tan solo 16 afios, ya era conocido en el mundo

hacker con el seudénimo de Mendax.

En 1991, a la temprana edad de los veinte, consiguid penetrar la terminal central de la
empresa de telecomunicaciones canadiense Nortel. Y a pesar de que la policia lo arresto
—llegd a ser considerado el espia digital mas habil en su pais-, fue liberado tras pagar
una fianza minima. Hubo una época en la que la depresion casi acaba con él. Fue una
etapa en la que Assange anduvo solo por el mundo, dando rienda suelta al desprecio que
sentia por las estructuras del poder. Era el afio 1999, y su mujer e hijo lo acababan de

abandonar.

Posteriormente visito cursos universitarios donde conocid a expertos programadores que
advirtieron su talento y capacidad, entrenandolo especificamente en la proteccion y
construccion de bases de datos. Abandoné la esfera de la universidad en 2006, y en
diciembre de ese afio, se adhiri6 a un grupo de activistas de derechos humanos y

expertos en medios de comunicacion y tecnologia para crear WikilLeaks.

Pero el 2010 fue la fecha clave para que la figura del australiano cobrara un renombre
internacional, pasando a copar las primeras planas. La organizacion difundio6 el video
Collateral Murder. Después siguieron mas filtraciones sobre Afganistan, Irak o la
diplomacia de EEUU que le proporcionaron a Assange la aureola de una especie de
Ilanero solitario en defensa de la transparencia informativa. El hacker comenzé a recibir

prestigiosos premios y a contar con el apoyo de personalidades destacadas.

Pero desgraciadamente la fama y el poder le nublaron la vista, y muchos de sus
seguidores se convirtieron en detractores al observar la escasa transparencia que existia
en sus relaciones y la forma de llevar a cabo su trabajo, ademas de su repentina falta de
escrupulos. Julian Assange parecia haber dejado de lado sus principios, parecia haber

defraudado a la propia WikiLeaks, y paso a ser una persona individualista.
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A dia de hoy, Assange lleva mas de seis afios sin pisar la calle, recluido en la embajada
de Ecuador en Londres. Estaba bastante claro que ser enemigo del Pentagono y de la
CIA no le beneficiaria. En noviembre de 2010, un fiscal de Estocolmo abridé una
investigacion contra él por violacion. “No sé quién estd detras de esto, pero nos han
advertido que, por ejemplo, el Pentdgono planea usar trucos sucios contra nosotros”,
alegd. Este hecho desencadend que acabara recluido en la embajada ecuatoriana en
Londres en 2012. Alli ha permanecido todo este tiempo después de que el gobierno de
Quito le otorgara el asilo politico, ademas de que Reino Unido le negara cualquier via

para salir del pais.

La figura de Assange, que tanta repercusion adquirié en su momento, ya casi ni se
recuerda. EI héroe de la transparencia informativa quedo relegado a un segundo plano a
causa de su codicia, su descontrol y su exceso de individualismo. Y, por supuesto, como
consecuencia de los intereses comunes de los poderes facticos de no querer ver

truncados ni revelados sus secretos.

4.4. Exito y fama del portal
4.4.1. La figura de Chelsea Manning

“Ahora que entro en la siguiente fase de mi vida, quiero que todo el mundo conozca mi
verdadero yo. Soy Chelsea Manning. Soy una mujer”. Estas declaraciones las hizo el
por entonces exsoldado estadounidense Bradley Manning, por medio de una carta, un

dia después de conocer su condena a 35 afios de prision en agosto de 2013.

Chelsea nacio en una familia humilde marcada, desgraciadamente, por el alcoholismo.
Sus padres eran bebedores compulsivos, y fue su hermana quien la crid. Inicid su
carrera militar en 2007, donde sufrié malos tratos. Uno de sus excomparfieros contd que
“lo acosaban por pequefio, por amanerado, por raro. Estaba al borde de una crisis
emocional”. No obstante, Manning fue trasladado a Irak en 2009, puesto que era
especialista en inteligencia. Precisamente en este lugar accedié a cerca de 750.000
documentos secretos que termind filtrando a WikiLeaks. Ahi radica su delito.
Aprovechandose de su oficio como analista en inteligencia militar, Manning filtrd un
namero récord de documentos secretos a la organizacion de Julian Assange, poniendo
en jaque al gobierno de EEUU. Fue responsable de la filtracién de informacién

clasificada mas grande de la historia norteamericana.
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Chelsea, que actualmente tiene 30 afios, fue detenida en Irak y comenzé a pugnar su
pena en una prision militar en Kuwait desde el 2010. Dur¢6 alrededor de un mes en
vigilancia de suicidio y fue trasladada a una cércel en Virginia. Alli pasé nueve meses
encerrada en una pequefia celda donde tenia que permanecer sentada 17 horas. Solo se
le permitia una visita familiar al mes, y los agentes federales vigilaban todas sus
conversaciones con equipos de grabacion. Después de que Manning se declarara
culpable de los cargos menores por haber filtrado secretos de Estado, pidié perdon a su
pais por el dafio que habia podido causar y solicité una segunda oportunidad, alegando
que “los errores del pasado no se pueden cambiar”. Tras siete afios entre rejas, la
condena de la exsoldado fue conmutada, ante sorpresa y perplejidad de todos, por el
presidente Barack Obama en enero de 2017.

Las palabras por las que fue condenada fueron las siguientes:

“Si tuvieses manos libres sobre redes clasificadas... y vieses cosas increibles,
cosas horribles... cosas que pertenecian al dominio publico, pero que estaban
almacenadas en un cuarto oscuro en Washington D.C... ;Qué harias?... Dios
sabe lo que pasara ahora. Ojald haya una discusién mundial, debates y
reformas... Quiero que la gente vea la verdad... porque sin informacion no

puedes tomar decisiones informadas como publico”.
Fdo.: Chelsea Manning

Resulta evidente que Manning antepuso sus principios y su integridad moral en favor de
la transparencia que consideraba necesaria para el interés de los ciudadanos. El pueblo
debe estar al tanto de todo lo que sucede en el poder, y Chelsea se encargd de hacer
realidad su propio pensamiento. “Por sus palabras y actos, Manning constituye un
ejemplo de integridad moral. Muestra una salida, personal y colectiva, a la servidumbre.
Su desobediencia civil, la insumision digital que encabezo, son fruto de la coherencia

personal unida al compromiso social” (Sampedro, 2014, p. 31).

Los documentos que filtrd catapultaron a la fama mundial a WikiLeaks y a su fundador,

poniéndolos en la mira de la administracion Obama. También Edward Snowden!# tiene

14 Edward Snowden (Elizabeth City, 21 de junio de 1983), consultor tecnoldgico, informante y antiguo
empleado de la CIA, alcanzé la fama por revelar un conjunto de documentos de la Agencia de Seguridad
Nacional. Vive exiliado en Rusia, y reconocio el trabajo desempefiado por WikiLeaks por su contribucion
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mucho que agradecer a Chelsea, ya que la creacion de la copia en masa y la
diseminacion sobre una gran variedad de temas prefigur6 las acciones del excontratista

gubernamental estadounidense.

4.4.2. Andlisis de contenido: video Collateral Murder
“El lenguaje politico esté disefiado de forma que haga que las mentiras
parezcan verdades y los crimenes parezcan respetables, y para dar apariencia de

solidez a lo que no es mas que viento”
Fdo.: George Orwell

“WikiLeaks has released a classified US military video depicting the indiscriminate
slaying of over a dozen people in the Iragi suburb of New Bagdad — including two
Reuters news staff”. Asi introducia WikiLeaks un breve resumen acerca del video
Collateral Murder colgado en su pagina web el dia 5 de abril de 2010 a las 10:44. Este
material gréafico, de 39 minutos de duracion, dio la vuelta al mundo con nada menos que
cuatro millones de visitas en tan solo 72 horas a través de Youtube. La organizacion
colgd también una versién mas corta con un pequefio analisis inicial, ademas de afiadir a
ambas versiones subtitulos de las transmisiones de radio. La frase de G. Orwell de la
parte superior aparece precisamente en el propio analisis inicial. Y pretende explicar la
manera por la que se utiliza el lenguaje politico para justificar un caso de asesinatos que

son consecuencia de la falta de escrdpulos.

Este andlisis, que abarca en torno a dos minutos y medio, es una contextualizacion del
incidente. De esta manera el espectador se sitla en un tiempo y espacio concretos, y ya
esta preparado para lo que vendra a continuacion. También se hace especial hincapié, en
forma de homenaje, sobre los dos reporteros fallecidos de Reuters, tanto Namir —de 22
afios- como Saeed —de 40 afios-. De Namir se dice que provenia de una familia de
periodistas y que era considerado uno de los mejores fotdgrafos de Iraq. En cuanto a
Saeed, se comenta que era un reputado asistente y chofer de la agencia, y que dejo atras
a su mujer y a cuatro hijos. De hecho, aparece la foto de uno de sus hijos sosteniendo
una imagen de su padre tras conocer el suceso. El dolor y la tristeza plasmados en la
fotografia hacen mella en el receptor, influyendo emocionalmente en él. Aqui

WikiLeaks se asegura su empatia y respeto y, en consecuencia, su aprobacion y

a la causa de la transparencia, pero critico su enfoque carente de filtros. Esta critica no gusté nada a
WikiLeaks, que habia ayudado a Snowden cuando buscaba un lugar para su exilio.

27



El caso WikiLeaks Miguel Modrego Sanjuan

posicionamiento a favor de la organizacion por publicar el contenido. Ademas, dos
trabajadores de Reuters y comparfieros de ambos periodistas completan la introduccion
con sendos testimonios en recuerdo de la huella imborrable que dejan y dejaran por

siempre las victimas.

Ya en el propio video, se muestra como un helicoptero Apache estadounidense mata a
una docena de civiles iraquies en un barrio situado al sudeste de Bagdad. Entre ellos se
encontraban Namir Noor Eldeen, fotografo de guerra que trabajaba para la agencia de
noticias Reuters, y Saeed Chmagh, su chéfer y asistente. Tras el tiroteo inicial, un grupo
desarmado de adultos y nifios llega al lugar de los hechos en una furgoneta para
transportar a los heridos; a ellos también les disparan. Los dos nifios resultaron

gravemente heridos. La catastrofe tuvo lugar el 12 de julio de 2007.

Los militares no revelaron como fue asesinado el personal de Reuters, y declararon que
desconocian cdmo habian sido heridos los nifios. El ejército de Estados Unidos justifico
el suceso diciendo que habia “insurgentes y periodistas en una zona donde las fuerzas de
EEUU estaban a punto de sufrir una emboscada”. Por si fuera poco, en la filmacion se
pueden escuchar las risas de los soldados mientras llueven los disparos. Ademas de que
la tripulacion de la nave responsable del ataque no fue condenada por su accién, el
ejército alegd que, en ese momento, “el equipo de los soldados no podia discernir si lo

que llevaban las personas eran camaras o lanzamisiles”.

Al dia siguiente del incidente, The New York Times publico en sus hojas la versién

oficial que dio el ejército americano:

“The American military said in a statement late Thursday that 11 people had
been killed: nine insurgents and two civilians. According to the statement,
American troops were conducting a raid when they were hit by small-arms fire
and rocket-propelled grenades. The American troops called in reinforcements
and attack helicopters. In the ensuing fight, the statement said, the two Reuters

employees and nine insurgents were killed.

“There is no question that coalition forces were clearly engaged in combat
operations against a hostile force,” said Lt. Col. Scott Bleichwehl, a spokesman

for the multinational forces in Baghdad”.
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El comunicado y la declaracion del teniente coronel no dejan mas que reafirmar su
postura de considerar correcta la actuacion desempefiada, manifestando en todo
momento que sufrieron una emboscada y que se enfrentaban a una fuerza hostil en su
incursion dentro de un territorio enemigo. El film muestra todo lo contrario. No
reconocieron su error de haber asesinado a varios civiles, anteponiendo siempre que

todo lo que hacian era en defensa propia.

Estas fueron algunas de las palabras pronunciadas por los soldados estadounidenses

durante el incidente:

- “Tenemos a cinco o seis individuos con AK47s. Pedimos permiso para atacar”.

- “Recibido. No tenemos personal al este de nuestra posicion. Siéntanse en la
libertad de atacar”.

- “De acuerdo. Vamos a atacar. No puedo cogerlos ahora porque estan detras de
aquel edificio”.

- “¢iEs eso un RPG?!”

- “Tenemos a un tipo con un lanzamisiles a tiro, y ahora esta detras del edificio.
jMaldita sea! VVoy a disparar”.

- “Mas o menos ahi. A la una en punto”.

- “Tienes via libre”.

- “De acuerdo. Abro fuego”.

- “Avisame cuando los tengas. Préndeles fuego a todos”.

- “Sigue disparando, continla disparando”.

- “iVale, jajaja, les he dado!”

- “Hay un monton de cuerpos ahi tirados”.

- “Si, tenemos a un hombre arrastrandose ahi abajo, pero, eh, ya sabes, tenemos,
definitivamente tenemos algo™.

- “Vamos a disparar un poco mas”.

- “iOh, si, fijate en todos esos bastardos muertos!”

- “Perfecto”.

- “jBuenos disparos!”.

- “iGracias!”.

Aqui viene la aclaracion de todo esto. Las personas gque se encontraban en ese lugar no
tenian ni idea de que iban a ser atacados. De hecho, vieron el helicoptero, pero no
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intentaron huir. Lo que sostenia uno de los hombres - Namir Noor Eldeen- era una
camara de largo alcance para intentar desempefiar su trabajo. Los civiles iban cayendo
al suelo y aun asi seguian recibiendo los impactos de los disparos. Algunos corrieron
para intentar salvarse, pero no tuvieron éxito y fueron alcanzados de nuevo por las
balas. Mientras tanto, los soldados parecian divertirse con su “juego”. Les parecia
gracioso y cdmico ver como caian e iban muriendo los inocentes, les parecia gracioso
cuando uno de los heridos trato de incorporarse para caer de inmediato en un charco con
su propia sangre, les gustaba jugar el papel de verdugo en ese momento. Hablaban

tranquilamente como si estuvieran viviendo una situacion de lo mas comdn.

Tras este primer ataque, tan solo quedd un superviviente. Se trataba de Saeed, que lo
unico que podia hacer era arrastrarse por el suelo. No obstante, las tropas aéreas
americanas decidieron seguir sumando victimas al balance militar, como podra

observarse en el dialogo radiofénico que prosigue:

iEh, también tenemos a un individuo que parece estar herido intentando alejarse

a rastras!”.

- “iSe esta levantado! ;Quizas tiene un arma bajo su mano?”

- “No, no veo ninguna”.

- “Estamos justo debajo de ti; ahora puedes llevarnos a ese lugar “—refiriéndose a
Saeed y a posibles escondites de los soldados iraquies-.

- “Si vemos un arma, atacaremos”.

- “Tenemos un furgon acercandose y recogiendo los cuerpos. Tenemos individuos
yendo hacia la escena, posiblemente, eh, recogiendo cuerpos y armas. jDéjame
atacar! Pido permiso para atacar, jjoder!”.

- “Recibido. Atacad”.

- “Estamos atacando. Les he perdido entre el polvo™.

- “Un vehiculo parece estar neutralizado. Habia aproximadamente cuatro o cinco

individuos en el interior trasladando cuerpos”.

- “No mas disparos”.

Después de la segunda oleada de disparos, las tropas hicieron balance de la situacion —
basicamente del nimero final de victimas y/o heridos- y del estado de la zona donde
habia ocurrido todo. El furgon negro sobre el que abrieron fuego tan solo buscaba
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personas para poder salvar sus vidas, pero tampoco tuvieron compasion sobre esos
civiles. Los soldados de tierra llegaron al lugar de los hechos ocho minutos més tarde, y
encontraron dos nifios heridos en el interior de la furgoneta. Uno de los soldados quiso
trasladar a los nifios al centro médico de la base americana de Rustamiyah, pero sus
superiores le ordenaron que los entregaran a la policia iraqui para que fueran atendidos
en un hospital de la ciudad, l6gicamente en peores condiciones médicas e higiénicas.
“Bueno, es culpa suya por traer a sus crios a una batalla”, se limit6 a decir uno de los

superiores.

El comandante Brent Cummings declar6 al Washington Post que “no hay asesinatos
deliberados de civiles inocentes por nuestra parte. Hacemos grandes esfuerzos por
impedirlo. Sé que dos nifios resultaron heridos e hicimos todo lo posible por ayudarles.
Ignoro como pudieron resultar heridos”. EI material grafico pone en serias dudas estas
palabras; se ve perfectamente que ocurre justo lo contrario. El helicoptero pide permiso
para disparar, pero sin comprobar correctamente la situacion, pensando en todo
momento que los civiles son extremistas y, por supuesto, sin tomarse la molestia de
averiguar si hay nifios en la zona. La peticion es recibida por los cargos superiores, que
no dudan en autorizar el ataque. EI ansia por disparar de los militares a bordo del
Apache se calma en escasos segundos, en ese pequefio lapso de tiempo en el que unos

matan y otros pierden la vida.

Conviene afiadir que en agosto de ese mismo afio, Reuters utilizo la Ley de Libertad de
Informacion para solicitar una copia de las pruebas en video tomadas desde el
helicdptero principal involucrado en el ataque. Las autoridades militares, conscientes de
su grave fallo, concluyeron que las acciones de los soldados y pilotos involucrados se
ajustaban a Derecho en Conflictos Armados y a sus Reglas de Enfrentamiento. Dichas
pruebas nunca les fueron concedidas y el video nunca fue liberado... hasta que
WikiLeaks decidié sacar todo a la luz. De hecho, en la presentacion previa al propio
video, la organizacion apunta que “WikiLeaks obtuvo y descifro el video que estd a
punto de ver. Existimos para ayudarle a revelar con seguridad al mundo informacion
relevante. Contamos con un récord insuperable protegiendo fuentes confidenciales.

Contacte con nosotros (www.wikileaks.org)”. Aqui queda patente la autoria que asume

WikiLeaks a la hora de revelar informacion (en este caso visual); es una especie de carta

de presentacion hacia el mundo, hacia sus seguidores y hacia sus nuevos detractores,
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hacia Estados Unidos. El film termina con una dedicacion hacia las familias de las
personas asesinadas en el ataque y a todas las victimas de guerra de las que se
desconocen sus circunstancias. Y se cierra con la frase “WikiLeaks necesita tu ayuda”,

animando al receptor a que se sume a la causa.

El video, filtrado por el analista militar Bradley Manning, allané el interés en torno a
WikiLeaks y desatd la tormenta de folios que inundd la red a finales de julio de 2010 en
la primera filtracion masiva de la organizacion. En apenas dos meses, tanto WikiLeaks
como Julian Assange pasaron de ser entes practicamente desconocidos a ocupar las
primeras planas de los periodicos. La fama les esperaba. Pero lo que desconocian era
que Collateral Murder supondria el comienzo de una historia que dejaria a ambos

contra las cuerdas debido al blogqueo econémico promovido por el Bank of America.
4.5. La ultima gran filtracion

A partir del tan sonado caso de espionaje sucedido en Estados Unidos en 1972
denominado como “watergate”, y que produjo la caida del entonces presidente Richard
Nixon, la terminacién “gate”, incorporada al final de la palabra inherente a algin acto
escandaloso, ha ganado una connotacion singular de hecho “fraudulento” o “engafioso”
que se lleva a cabo en las alturas del poder. Asi sucedié con el irongate de Ronald
Reagan, el sexgate de Bill Clinton o el ciagate, iraggate y enrongate de George W.
Bush. La dltima y mas reciente situacion fue el cablegate durante el gobierno de Barack
Obama, que conform6 uno de los motivos de la explosion definitiva de la organizacion
WikiLeaks, aunque también se convirtié en la principal razén de su fracaso final. Como

puede apreciarse, todos estos gates han tenido lugar en la politica norteamericana.

Se denomind “cablegate” a la divulgacion masiva de documentos secretos del
Departamento de Estado -ministerio de asuntos exteriores de Estados Unidos- y del
Pentagono realizada por WikiLeaks. Corresponde a un concepto acufiado dentro de las
esferas gubernamentales, militares y politicas estadounidenses. Se convirtio en la mayor
filtracion de informacion confidencial de toda la historia, una macrofiltracion que puso
en jaque al gobierno de EEUU en particular, pero también a los gobiernos de muchos
otros paises, insertos en dichos cables. Los medios de comunicacion publicaron el
escandalo en sus principales paginas, espacios auditivos y pantallas durante mucho

tiempo.
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4.5.1. Anélisis de contenido: la verdad sobre el Cablegate

La “bomba cibernética” exploté el 28 de noviembre de 2010. WikiLeaks interceptd,
penetrd, codifico, copid y robd 251.287 documentos oficiales gestionados por Internet
entre el Departamento de Estado y sus embajadores en varios paises durante afios
anteriores. La organizacion se dedicé a filtrar estos documentos a través de su pagina
web y colaboré con los periddicos The Guardian, The New York Times, Le Monde, Der
Spiegel y El Pais para que se hicieran puablicos. Este hecho destapé una enorme
cantidad de comunicaciones, notas electrénicas, videos, audios e informes que
contenian mensajes diplomaticos confidenciales enviados a Hillary Clinton (secretaria
de Estado). Se dirigian en téerminos burlones, despectivos, ofensivos o descorteses hacia
paises, gobernantes y lideres politicos de distintos lugares, algunos de ellos aliados de la

gran potencia norteamericana.

Noticia 1. “Preguntas y respuestas sobre los papeles del Departamento de Estado”,
28/11/10.%

Esta noticia establecid una contextualizacion de lo que el diario iba a publicar los dias
posteriores. Representa una especie de manual, a modo de preguntas-respuestas, para
entender las claves del caso, para situar al lector en la historia que iba a salir a la luz. Se
dice que “la filtracion revela detalles de las grandes campafias bélicas y conflictos
diploméaticos en curso, y pone en evidencia practicas de las embajadas y el
Departamento de Estado estadounidense”. Se especifica el numero de documentos
filtrados, redactados “integramente en inglés”, que abarcan un periodo de tiempo muy
extenso, “aunque en su mayor parte corresponden a los dos ultimos afios”. Afectan a
practicamente todos los paises del mundo, pero sobre todo se incide en “Iran, Pakistan,
Afganistan, Turquia y Rusia”. Se afirma rotundamente que la nacion més perjudicada es
Estados Unidos, pero “muchos Estados y organizaciones se pueden ver también

obligados a tomar medidas de proteccion”.

Al tratarse de un medio espafiol, se comenta que existen unos 10.000 documentos en los
gue se menciona a Espafia, que afectan al Rey, al Gobierno, las altas instituciones del

Estado, al mundo empresarial y a la judicatura, ademéas de que hay “3.600

15 Noticia extraida de:
(https://elpais.com/internacional/2010/11/28/actualidad/1290898811 850215.html)
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comunicaciones de la embajada estadounidense en Madrid”. El Pais anota que
informara a lo largo de varios dias de los episodios que “hemos seleccionado como mas
relevantes y mejor documentados”, pero no se podra consultar la totalidad de ellos,
puesto que algunos “representan una amenaza para la seguridad de personas o de
paises”. También se confirma que hay un acuerdo sobre “la publicacion simultanea de
los mismos documentos de relevancia internacional y las fechas de difusion” entre los
medios implicados. Pero a su vez se anota que los medios disponen de autonomia para
“decidir sobre la seleccion, valoracion y publicacion de las comunicaciones que afecten

a sus paises”.

Por ultimo, se responden a preguntas relacionadas con precedentes filtraciones, con el
responsable de la filtracién de este Cablegate, con la descripcion de la organizacion
WikiLeaks y su fundador o con el sistema de comunicacion utilizado en los cables.

Noticia 2. “Detener a Iran a cualquier precio”, 28/11/10.1°

“Una guerra convencional ahora seria preferible a un Irdan nuclear”, expresan los
gobernantes de Bahréin y los Emiratos Arabes Unidos en sus conversaciones secretas
con altos cargos estadounidenses. Irdn —como ya se ha mencionado en la noticia
anterior- fue uno de los paises con mayor presencia en estos cables diplomaticos. La
gran mayoria de los paises arabes temia a la Republica Islamica por sus continuos
avances y progresos en su programa nuclear, y se encuentran dispuestos a apoyar
cualquier esfuerzo de Washington “para contener a Iran”. Los cables referidos a la
potencia arabe versan sobre diferentes asuntos y puntos de vista, tales como el apoyo
del entonces rey saudi Abdala a la intervencion militar de EEUU, la consideracion de
los Emiratos Arabes de que un Iran nuclear seria “inaceptable”, el ofrecimiento de Qatar
para mediar entre los paises, el reclutamiento de agentes iraquies y sirios por parte de
Egipto para contrarrestar a Iran, el aviso desde Jordania ante una posible extension del
arco chii, la division de la familia real de Kuwait ante el tema irani o la opinion de
Omaén basada en la confianza de que los iranies conocen sus propios limites. Todos

estos criterios aparecen a lo largo de miles de documentos.

16 Noticia extraida de:
(https://elpais.com/internacional/2010/11/28/actualidad/1290898824 850215.html)
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El rey saudita y el principe heredero de Abu Dhabi advirtieron a Estados Unidos de que
pensaban en una carrera nuclear porque se mantenian en la postura de que “si Iran logra
desarrollar armas nucleares, todos en la regién haran lo mismo” (documento 248348).
Requieren que su aliado considere seriamente el riesgo que ello conlleva y tome cartas
en el asunto. Tomando conciencia de esta inquietud, Clinton pidio a sus embajadores en
los Estados miembros del Consejo de Cooperacion del Golfo que calmaran la situacion
en esos paises tras el anuncio de la nueva politica de defensa antimisiles anunciada por
Obama. Pero afiadié que “los programas de defensa de misiles balisticos en Europa no
van a requerir un desvio de activos de EEUU desde el Golfo” (documento 225598).
Ademas, Kuwait se molestd y disgustd con la potencia norteamericana porque se
publicé un articulo que hablaba de las conversaciones mantenidas entre ambos paises
para el despliegue de las bases estadounidenses en su territorio (documento 247212).
Dicho articulo lleg6 a oidos iranies, y Kuwait temia que “su pais quedara atrapado entre
dos fuegos”. Una situacion parecida sucedio con Oman, donde EEUU también desplegod
programas de defensa de misiles balisticos. El pais del Golfo Pérsico se indigné porque
el sultanato mantiene buenas relaciones con Irdn, y la buena colaboracion entre ambos
paises “depende de mantener una extremada discrecion y del cuidadoso objetivo de la
politica exterior del sultanato de equilibrar la percepcién publica de sus relaciones con
EEUU e Iran” (documento 246778).

El miedo ante una posible guerra nuclear queda patente en las lineas anteriores, y
muchos paises preferian no mostrarse activos, aunque actuaban a escondidas. El
secretario adjunto de Defensa ruso declar6 que “el mundo isldmico estd muy
preocupado por el programa nuclear de Iran” y que “varios de sus vecinos arabes han
pedido a EEUU misiles Patriot y otras medidas para protegerse contra un ataque irani”
(documento 228567). Y es que este miedo es totalmente justificado. Iran realizaba
pruebas o maniobras con sus instrumentos bélicos cada mes. EEUU, en un documento
bajo el titulo El programa de misiles balisticos de Iran, concluyé que “Iran tiene el

mayor y mas activo programa de misiles de Oriente Proximo” (documento 226534).

Otro de los paises protagonistas fue Israel, que dejo claro su principal objetivo. “La
prioridad de Israel es impedir el programa militar nuclear de Iran” (documento 218775).
No obstante, los israelies expresan también su inquietud por el rearme arabe que suscitd
la amenaza irani y se posicionan en su contra, lo que podria “llevar a los Estados arabes

moderados a reevaluar la idea de que Israel es parte integrante de la region”.
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Ante los testimonios y argumentos que aportan estos documentos, podria concluirse la
idea comun de que los paises arabes temian el potencial nuclear y armamentistico de
Irdn, que suscitaba un miedo generalizado entre sus paises vecinos. Estados Unidos
apoyo a la mayoria arabe carente de medios suficientes para hacer frente a la Republica
Isldamica. Lo hizo inmerso en un secretismo constante para favorecer sus intereses, que
finalmente se vieron truncados con esta publicacién. Uno de los ejemplos que
constituyen el poder de mando y autoridad del gran gigante americano.

Noticia 3. Diplomaticos de EEUU reciben érdenes de espiar a la ONU, 28/11/10.Y

Estados Unidos también quiso averiguar informaciones de diversa indole sobre las
Naciones Unidas y las personas que las integraban. Hizo especial énfasis sobre los
representantes y funcionarios de cinco paises: Sudan, Somalia, Irdn (una muestra mas de
su repercusion), Corea del norte y Afganistan, ademas del secretario general. Con los
datos requeridos, se pretendian reemplazar los archivos del Departamento de Estado que
existian desde el afio 2004. Este conjunto de cables aluden a la informacion conseguida
por medio de contactos personales o la relacion informal, y detallaban lo que el propio
Departamento llamo “inteligencia humana”. La informacion que obtenian los
responsables de esta “mision” debia ser enviada a una oficina del Departamento de
Estado para que sirviera de nexo con los diferentes organismos de inteligencia

estadounidenses, nombrada bajo las siglas INR/B en los multiples cables.

Clinton y sus personas de mayor confianza establecieron una serie de instrucciones —que
también aparecen en varios de los cables-, sobre la infinidad de averiguaciones e
investigaciones que tenian que llevarse a cabo en zonas de conflicto, en el terreno de los
solicitantes de asilo y los desertores (documento 235430), en el saldn de artilugios del
conflicto palestino-israeli, o en las esferas britanica, francesa, rusa, china y alemana
para saber de sus planes en relacion con la amenaza nuclear de Teheran (capital de la

Republica Islamica de Iran).

Para concienciarse de todo lo que deseaba acaparar EEUU, cabe decir que sus acciones
estaban encaminadas a conocer las “intenciones, planes, actividades y objetivos

palestinos relacionados con las politicas norteamericanas sobre el proceso de paz y

17 Noticia extraida de:
(https://elpais.com/internacional/2010/11/28/actualidad/1290898823 850215.html)
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contraterrorismo”(documento 176247), a informarse de los “planes y actividades
concretas de Reino Unido, Francia, Alemania y Rusia respecto a las politicas del
Organismo Internacional de la Energia Atomica o a conseguir “informacion biografica,
biométrica y financiera sobre los lideres palestinos y de Hamas, incluidos los de los
movimientos juveniles, dentro y fuera de Gaza y Cisjordania”. Y también saber de
primera mano los “planes e intenciones de los lideres y paises mas influyentes de la
ONU, especialmente Rusia y China, sobre derechos humanos en Iran, sanciones a Iran,
suministro de armas iranies a Hamas y Hezbola y sobre las candidaturas que Iran

presenta para ocupar puestos claves en la ONU”.

Se llegaron a pedir el nimero de las tarjetas de crédito de los funcionarios de la
Secretaria General de la ONU, ademas de sus correos electronicos, programas de
trabajo, teléfonos o aspecto fisico. Y se ordené a los agentes diplomaticos
correspondientes que se enterasen de “los cambios internos y proceso de seleccion de
los puestos clave de la Secretaria General, agencias especializadas, comités, comisiones
y programas oficiales en Nueva York, Ginebra, Viena y otras ciudades, asi como de los

asesores especiales y jefes de equipo”.

El centroamericano pais de Paraguay fue otro claro objetivo del Departamento de
Estado. Se requirio reunir datos fisicos de los aspirantes a la presidencia paraguaya en
las elecciones del 2008, ademas de indagar en “la corrupcion oficial, el lavado de dinero
o las relaciones de Paraguay con Cuba, Venezuela, China, Taiwén y Rusia”, entre otros
aspectos. Una situacion similar ocurrié con Bulgaria, de la que se reclamaron datos
sobre la realidad nacional. Tampoco quisieron olvidarse del continente africano. Los
cables relacionados con Africa englobaban una lista de las relaciones politicas, el estado
de la economia, la democracia y la corrupcién, o el contrabando de armas y el

terrorismo.

Como puede comprobarse en esta noticia, Estados Unidos nunca tenia suficiente.
Siempre queria mas y mas datos e informacion. Anhelaba conocer los secretos de cada
pais, de las cosas que escondian, de vidas personales. No se le podia escapar ningun
detalle, por minimo o poco relevante que fuera. Aqui aparece otra prueba de que los
norteamericanos consideraban a Iran como una potencia nuclear a seguir muy de cerca.
Tampoco confiaba en Europa. Bueno, puede decirse que de los unicos que se fiaba era
de ellos mismos. La publicacion del Cablegate fue fiel reflejo de lo que ellos se habian
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dedicado a hacer con anterioridad, una consecuencia directa de su incansable espionaje

sobre el resto del mundo.

5- Analisis cuantitativo: resultados de la encuesta

La encuesta fue realizada por 74 mujeres y 65 hombres, por lo que estuvo bastante
repartida entre ambos generos.

iCual es tu edad?

L

139 respuestas

@ Entre 18y 21
@ Entre 22y 25
Entre 26 y 29
@ Entre 30y 33
@ Entre 34y 37
@ Entre 38y 50
@ Mas de 50

15,8%

Gréfico 1. Edades. Miguel Modrego

La aportacion de diferentes grupos de edad es un aspecto muy positivo, ya que la
variedad y la riqueza en las respuestas serdn mucho mayores que si se hubiera optado
por lanzar la encuesta solamente a personas enmarcadas en el mismo tramo de edad. Es
muy probable que la opinion de una persona més adulta sea diferente a la de una
persona mas joven. Al igual que puede suceder en determinadas cuestiones, donde las
respuestas aportadas por las personas que se integran dentro del grupo “entre 38 y 50” o
“mas de 50” puede ser muy diferentes, ya que se engloban muchas edades en cada
grupo. En cuanto a la ocupacion de los encuestados, justo la mitad de ellos son
trabajadores, mientras que alrededor de ¥ de la muestra son estudiantes. Llama bastante

la atencidn que el 16,7% se definen como estudiantes y trabajadores.

Hubo respuestas mas que interesantes acerca del uso que los encuestados ejercen en
redes sociales, asi como la frecuencia de revision de las mismas. También se les

pregunta sobre la relevancia de Internet en su dia a dia, ademas de evaluar sus
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conocimientos sobre los riesgos que encierra el mundo digital. Y, para cerrar este
bloque, se hace hincapié en la utilizacion que llevan a cabo de los medios, y el grado de

importancia que tienen para ellos.

Sin tener en cuenta WhatsApp, ;cual(es) son las redes sociales que
mas utilizas?

139 respuestas

Instagram 74 (53,2 %)

Twitter 46 (33,1 %)

Facebook 75 (54 %)
Ninguna 19 (13,7 %)

Linkedin

2 (1,4 %)
Youtube
Linkedin
LinkedIn
linkedim

Snapchat

Gréfico 2. Redes sociales. Miguel Modrego

Instagram y Facebook!® se posicionan en cabeza con casi el mismo niimero de votos (74
y 75 respectivamente). Este hecho va directamente relacionado con la edad de los
encuestados. Las personas mas jovenes tienden a verse mas identificadas con una red
social como Instagram, mientras que Facebook suele ser usado por jovenes y gente
adulta, por lo que, teniendo en cuenta el niUmero de encuestados que se enmarcaron en
los diferentes grupos de edad, las cifras encajarian perfectamente. Twitter posee el
33,3%, y 19 personas afirman que no utilizan ninguna red social aparte de WhatsApp.

En cuanto a la frecuencia de revision de las redes sociales, resaltan ambos extremos.

18 Seglin un estudio llevado a cabo por The Social Media Family en febrero de 2018, y basandose en la
ultima edicion del “Estudio Anual de Redes Sociales”, en Espafia el 52% de los perfiles registrados en
Facebook tienen entre 18 y 39 afios, mientras que el 42% corresponde a la franja entre los 40 y 64 afios.
Por su parte, el 65% de los usuarios de Instagram tiene menos de 39 afios. De hecho, se afirma que la
mayor actividad en esta red social se da en la franja entre los 18 y 24 afos.
(https://www.abc.es/gestordocumental/uploads/internacional/Informe RRSS 2018 The Social Media_F

amily.pdf)
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Consciente de que actualmente resulta muy extrafio encontrar a alguien que no disponga
de alguna cuenta en redes, el 71,9% de los encuestados las revisa todos los dias de la
semana, frente al 12,2% que dice revisarlas muy poco. Entre ambos lados, tan solo 22
personas. Podria decirse que no existe un término medio, posible problema a tener en

cuenta.

¢Coémo de importante es Internet en tu vida diaria?

139 respuestas

60
52 (37,4 %)

40
39 (28,1 %)

35 (25,2 %)

20

Gréfico 3. Importancia de Internet. Miguel Modrego

Para 52 encuestados, Internet emerge como algo fundamental en su vida diaria, algo
muy importante. 35 personas lo consideran bastante importante, y el 28,1% se posiciona
en la mitad de la escala, lo que se interpretaria como “medianamente importante”.
Internet puede servir como una herramienta de trabajo, un mecanismo de ocio que nos
permite evadirnos de la realidad, una manera de conocer gente y darse a conocer, una
forma de entretenimiento... Por estos motivos, llama especialmente la atencién que
cuatro personas hayan dicho que Internet les parece poco importante y nueve
encuestados no lleguen ni a considerarlo en un punto de importancia medio. A pesar de
ser un numero pequefio, a dia de hoy resulta bastante llamativo que alguien no considere

importante Internet por las capacidades, alcances, utilidades y ventajas que ofrece.
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En caso de haber respondido afirmativamente, ;conoces los siguientes
riesgos?

119 respuestas

Ciberbullying 109 (91,6 %)

Grooming

Sexting 57 (47,9 %)

Phishing 48 (40,3 %)

Suplantacion de identidad 106 (89,1 %)

Ciberadiccion 99 (83,2 %)

Gréfico 4. Riesgos de Internet. Miguel Modrego

Debe valorarse como muy positivo que casi el 90% se haya informado de los riesgos
que conlleva Internet. Entre los riesgos apuntados?®, el menos conocido es el grooming,
mientras que el ciberbullying o la suplantacion de identidad se constituyen como los
mas conocidos por el publico. Lo curioso es que la ciberadiccidn no sea entendida por la
totalidad de la muestra, ya que el propio término se define por si solo. 80 personas
reconocieron haber vivido alguna mala experiencia, y la gran mayoria (90%) confirma
que ha accedido a informacién poco fiable y/o falsa. Coinciden los nimeros en los casos
de pérdida de intimidad y las estafas y/o robos (ambos con un 16,3%). EI mismo
porcentaje presenta la adiccion a frecuentar redes sociales. Esto quiere decir que un
poco mas de 1/8 de la gente que responde a esta cuestion —posiblemente perteneciente al
segmento joven de edad- reconoce una adiccion, por minima que sea, en el terreno de
las redes. Otro problema a tener en cuenta. Ademads, once personas afirman haber
recibido amenazas o mensajes ofensivos. Estos riesgos sacan la cara mas amarga de

Internet.

19 Los riesgos que conlleva Internet ya se definen en el apartado 3.2 del “Marco tedrico” bajo el titulo ¢La
privacidad esta en peligro? Exposicion en las redes sociales.
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¢En qué medida estas al tanto de la informacién dada por los medios de
comunicacion?

139 respuestas

@ No atiendo a los medios de
comunicacion

@ Suelo estar atento/a a lo que se
publica en los medios de
comunicacion
Necesito estar al tanto de lo que se
informa en los medios de
comunicacién

@ Considero vital estar informado lo
antes posible de lo que sucede en ...

Gréfico 5. Informacién en medios. Miguel Modrego

En lo relativo a los medios de comunicacion, mas de la mitad de los encuestados tira
hacia el camino “sencillo” en esta pregunta, decantandose por el punto medio que
expresa la perifrasis “suelo estar...”. El segmento de los que consideran vital
mantenerse informados lo antes posible podria pertenecer a personas completamente
informadas de la actualidad mediatica. Entre ambas opiniones se hallan aquellos que
necesitan estar al tanto de lo que se da a conocer en los medios. La diferencia entre esta
opcién y la anterior reside basicamente en el grado de interés depositado sobre las
informaciones. A pesar de que solo son cinco las personas que no atienden a los medios
de comunicacion, suena un tanto extrafio, ya que cualquiera tiene a su alcance multiples
opciones para poder informarse. En cuanto a los soportes, el 84,8% se mantiene
informado a través de Internet; el 72,5% por medio de la television; 52 personas
seleccionan la radio, y 45 los periddicos y/o revistas. Aqui puede apreciarse el éxito y
crecimiento de Internet y la television en detrimento de las otras dos posibilidades. De
todos modos, la expectativa en torno a los periodicos y la radio era todavia menor de la

que ha resultado.

La parte mas destacada llega en los gréaficos relacionados con WikiLeaks y los conceptos
de confidencialidad y transparencia informativas. Como era de esperar, hay mucha

gente que no conoce el caso WikiLeaks. De hecho, el 34,5% de los encuestados no han
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oido hablar de él; por su parte, casi el 66% restante si que tiene algo de informacion
sobre la organizacion. Estos resultados no sorprenden, ya que el auge de WikiLeaks se
repartio entre los afios 2010 y 2011, y gran parte de la muestra seria menor de edad, por
lo que existen mas posibilidades de que estuvieran menos puestos en la actualidad
informativa. Ademas, a pesar de que el caso cobr6 una enorme magnitud, las

tecnologias no eran las mismas que hoy en dia.

En el supuesto de estar informado sobre el mismo, ;qué elemento de
entre los siguientes consideras que resulté clave para el éxito de
WikiLeaks?

85 respuestas

@ Julian Assange

@ Hackers, periodistas y ciberactivistas
colaboradores

\ Chelsea Manning
@ Estados Unidos
@ Internet

@ Periodicos que ayudaron a la
organizacién a hacer publicas las
filtraciones

Gréfico 6. Exito de WikiLeaks. Miguel Modrego

Al haber estudiado el caso e indagado en muchas de sus facetas, esta cuestion era de las
mas interesantes de analizar. Como autor del trabajo, puedo decir que cualquiera de las
respuestas seria correcta, pero conviene establecer ciertos incisos. Assange tendria
cabida mas que de sobra porgue se convirtio en el maximo responsable y cabeza visible
de la organizacién, ademas de ser el fundador de la misma. Los hackers, periodistas y
ciberactivistas colaboradores tuvieron mucha importancia, puesto que se encargaban de
desencriptar las informaciones recibidas, darles forma y sacar un buen contenido,
incluso eran ellos los que filtraban informacion en alguna ocasion. Considero que la
figura de Chelsea Manning no ha recibido los votos que merecia; sin su aportacion, las
dos grandes filtraciones de WikiLeaks (Collateral Murder y Cablegate) no hubieran
podido salir a la luz. Si yo hubiera tenido que seleccionar algo o alguien, hubiera sido a
ella.
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EEUU seria el elemento menos destacado, aunque también tuvo mucho que ver porque
la mayoria de los secretos destapados estaban directamente relacionados con la potencia
norteamericana. Internet resulto crucial porque favorecio la rapidez e instantaneidad de
las filtraciones, que de otro modo no hubieran podido publicarse o hubiera sido una
tarea practicamente imposible. Y por Gltimo, los periddicos y/o diarios —The New York
Times, Le Monde, Der Spiegel, El Pais y The Guardian, como también se habla en el
presente trabajo- fueron los encargados de difundir los documentos secretos de EEUU
facilitados por WikiLeaks, por lo que ayudaron a la organizacion a saltar a la escena

mediatica.

En la siguiente pregunta, cada uno légicamente tiene su criterio y punto de vista, pero
pienso que los que dicen que una filtracion puede resultar decisiva para una buena
informacion estan en lo cierto. EI 77% elige esa opcion, frente al 23% que considera
que no. Ha habido muchas situaciones en las que una primera filtracion ha terminado
constituyéndose como una primera prueba fundamental en una informacion. “Los
Papeles del Pentagono”, “el Watergate”, “la Lista Falciani”, “WikiLeaks” o “los Papeles

de Panama” conforman algunos ejemplos muy destacados.

:Crees que los principios de confidencialidad y transparencia
informativa deben ir de la mano?

139 respuestas

80

0
. 67 (48,2 %)

40

34 (24,5 %)

29 (20,9 %)
20

2(1,4 %)

1

Gréfico 7. Confidencialidad y transparencia. Miguel Modrego

Y en una filtracion, surgen inevitablemente dos de los pilares basicos de la profesion
periodistica: confidencialidad y transparencia. Para mi sorpresa, ni siquiera la mitad de
los encuestados esta totalmente de acuerdo en que ambos términos deben ir de la mano.

Hablando desde la sinceridad, me esperaba que cerca del 75% o del 80% se decantara
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por esta opcidn, puesto que parece la mas sencilla, la que menos controversia puede
generar. Una de las bases sobre las que se sustenta este trabajo gira en torno a la posible
ruptura de la confidencialidad para conseguir una transparencia total en el &mbito
informativo. Tomando como referencia el caso analizado, creo que los que han decidido
situarse en el punto medio son los que mas se acercan, pero se trata de una pregunta
muy compleja. Lo que queda claro es que las personas anteponen la transparencia
(66,9%) a la confidencialidad (33,1%), por lo que parece evidente que la mayoria

actuaria como hizo WikiLeaks, con la transparencia por delante.

Si por algun casual tuvieras en tu poder secretos de Estado veraces y
contrastados que podrian catapultarte a la fama, ;qué decidirias entre
los siguientes supuestos?

139 respuestas

@ Hablar con el propio Estado y llegar a
un acuerdo entre ambas partes

@ Revelar los secretos por cuenta
propia a través de redes sociales y...
Filtrar la informacién a diferentes
medios que te nombraran como fue...

@ Filtrar la informacién a diferentes
medios en clave de fuente anénima...

@ Conservar los secretos y no decir ni
hacer nada

Gréfico 8. Eleccidn entre supuestos. Miguel Modrego

En la pendltima cuestion, para conocer la opinion de la muestra en una situacion
complicada que se asemeja a la del caso estudiado, puede observarse que dos de los
supuestos estdn muy igualados. 47 personas decidirian filtrar una informacion a
diferentes medios en clave de fuente andnima, recibiendo una compensacion
econdmica; por otra parte, 46 individuos optarian por hablar con el Estado para llegar a
un acuerdo entre ambas partes. Ambas serian las opciones mas factibles, pero
convendria tener cuidado porque el Estado dispone de un elevado poder, lo que se
traduce en una completa disponibilidad de recursos y mecanismos suficientes para
manejar y/o manipular, y algunos medios tienen intereses directos con el propio Estado,

por lo que habria que ser muy cauteloso en cualquier supuesto. Las opciones que menos

45



El caso WikiLeaks Miguel Modrego Sanjuan

votos tienen corresponderian a las personas “mads valientes”, las personas que no

tendrian ningln reparo en que su nombre fuera mostrado publicamente.

Para cerrar la encuesta, y poniéndonos en la piel del ciudadano, un poco mas de la mitad
(51,1%) veria totalmente necesario estar informado de todo lo que sucede en el
Gobierno y los altos cargos frente a un pequefio 2,9% que lo ve muy innecesario. 57
personas se reparten entre el tercer y el cuarto escalafon, que significaria “bastante
necesario” o “necesario”. Habiendo profundizado en el tema, creo que en ciertas
ocasiones no conviene saberlo todo acerca de un pais, pero bien es cierto que conocer
secretos diplomaticos te hace darte cuenta de como es en realidad la nacion en la que
vives, lo pequefios que somos en un mundo tan grande, y lo facil que resulta para los

altos poderes engafiar a los demas.

6- Conclusiones

El caso WikiLeaks se convirtio en un claro ejemplo de cémo enfrentar los conceptos de
confidencialidad y transparencia informativas, de cOomo hacer creer que una
transparencia total es imposible de conseguir si no se superan ciertos limites. Fue una
gran apuesta por la apertura de informacion, y se constituyé como la forma mas radical
de divulgacion no autorizada desde la publicacion de los Papeles del Pentagono. Puso
en jaque al gobierno estadounidense hasta el punto de que la gran potencia mundial se
viera obligada a cortar los servicios y ayudas que obtenia la organizacién, asi como a
eliminar de Internet los cientos de miles de documentos que salieron a la luz. Elevé la
figura de Julian Assange a la cima del éxito mediatico, que enseguida cayo6 en picado
hasta quedar recluido en una embajada, con todavia el actual riesgo de ser encarcelado
si pone un pie en la calle. El portal de WikiLeaks se convirtié en el canal pionero de
filtraciones para la difusion de informacion confidencial, y demostro las tantas cosas

gue permite alcanzar la tecnologia.

Con el desarrollo de Internet, puede decirse que la aparicion de un portal dedicado a la
revelacion de filtraciones era inevitable. WikiLeaks era necesario para que el mundo
conociera el nivel de oscuridad, impunidad y falta de control con el que se venian
realizando la diplomacia, las guerras y la politica desde la Guerra Fria. La organizacion

no puede definirse como “periodismo”, puesto que la publicacion de los documentos
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secretos no conforma un acto periodistico ni convierte a WikiLeaks en un medio
periodistico. Ahora bien, la plataforma de Assange necesitd al periodismo, necesitd a
los medios como un canal de difusion, como un soporte para analizar los documentos y
presentarlos de una manera inteligible al gran publico. Los medios fueron grandes
responsables del prestigio y éxito que alcanzd WikiLeaks. Este caso constituyé ademas
una llamada de atencion al periodismo, puesto que la publicacién de las filtraciones
puso a la profesion ante la urgencia de llevar a cabo el trabajo que tuvo que haber hecho
antes de las filtraciones —con una mejor investigacion- y del que debe realizar despues,
afiadiendo contraste, contexto, interpretacion, visualizacion de datos y navegacion.
Conviene aclarar que el objetivo de WikiLeaks no era meramente informativo, sino
también politico. Julian Assange se sentia en deuda con la ciudadania y queria
desmontar “el gobierno en la sombra”, utilizando una informacién sin precedentes como

el gran arma definitiva.

Por otra parte, WikiLeaks demostré que no existe neutralidad en la red, sino que todo
estd sujeto o subyugado a un gran poder controlador. La organizacion fue atacada,
privada de su dominio, expulsada de su hosting, su cuenta fue cancelada y su fundador,
perseguido y encerrado. A pesar de que apenas queda rastro de su actividad, la
organizacion ya gan0 en su dia presentdndose como un claro ejemplo de las
posibilidades que ofrece la red como mecanismo para desmontar las conspiraciones de
las altas esferas. El caso WikiLeaks seguramente supuso un cambio en la gestion de la
informacion confidencial. Su repercusion més efectiva se encamina hacia el desarrollo
de nuevos procesos y métodos para garantizar el secreto comunicacional, ademas de
hacia la implantacion de practicas para reordenar la informacion diplomatica, militar y
corporativa. Una repercusion que se aleja bastante de su pretension de terminar con los

poderes en la sombra.

Ante estas explicaciones, puede decirse que el trabajo confirma las cuatro hipdtesis
propuestas. WikiLeaks engrandece el concepto de filtracién, apostando por este tipo de
informacién como herramienta béasica en su actividad, ademas de corroborar que las
filtraciones pueden suponer un primer paso en un proceso de investigacion, e incluso
para poder llegar a publicar una buena noticia. EI mejor ejemplo fue el Cablegate, miles
de documentos filtrados que se convirtieron en una enorme cantidad de noticias reales
difundidas a través de diversos medios internacionales. Ademas, aprovechandose de las

innumerables ventajas que posee la digitalizacion, la organizacion cumplio su objetivo
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de informar al ciudadano en aras de la consecucion de una transparencia total.
Precisamente el deseo y la necesidad de esta transparencia provocaron diferentes
consecuencias que se han ido conociendo a lo largo del trabajo. Pero dichas
consecuencias, fruto de la divulgacion de informacion confidencial, no podian saberse
de antemano. De haberlas conocido con anterioridad, probablemente WikiLeaks no
hubiera actuado de la misma manera. La persecucion y posterior reclusion de Assange
en la embajada de Ecuador, el encarcelamiento de Manning, la colaboracion de
destacados medios de comunicacion, el apoyo de muchas personas (algunas de
reconocida entidad), los miles de donativos recibidos, las manifestaciones a su favor, la

eliminacion de sus filtraciones o su caida final.

Todo ello son repercusiones de un caso que todavia se recuerda, y que paso a la historia
por constituirse como la macrofiltracion méas grande jamas vista. Un caso que aclard
muchas dudas existentes, que resolvid misterios, que ayud6 a muchos y arruin6 a otros
tantos, que destapé realidades, que informé al pueblo. WikiLeaks se postul6 como un
firme candidato a contar y mostrar la verdad de los gobiernos, instituciones relevantes y
altos cargos, e hizo ver que los grandes son los que mas esconden y los que menos

deben equivocarse.
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8- Anexos

Anexo 1. Encuesta online

PREGUNTAS RESPUESTAS m

Seccion 1de 3

Datos basicos

><

Descripcion del formulari

¢Cual es tu sexo? *
Mujer

Hombre

;Cudlestuedad?”

Entre 18y 21
Entre 22y 25
Entre 26y 29
Entre 30y 33
Entre 34y 37
Entre 38 y 50

Mas de 50

:Cual es tu ocupacién? *
Estudiante
Trabajador/a
Estudiante y trabajador/a
Parado/a
Jubilado/a

Amo/a de casa
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Seccion 2de 3

Internet, redes sociales y medios de
comunicacion

>«

Sin tener en cuenta WhatsApp, ¢cual(es) son las redes sociales que mas *
utilizas?

Instagram

Twitter

Facebook

Ninguna

:Con qué frecuencia revisas tus redes sociales a la semana?*

Muy poco Todos los dias

¢Cémo de importante es Internet en tu vida diaria? *

Poco importante Muy importante

¢ Te has informado de los riesgos mas comunes que conlleva Internet? *
si

No

En caso de haber respondido afirmativamente,  conoces los siguientes riesgos?

Ciberbullying

Grooming

Sexting

Phishing

Suplantacion de identidad

Ciberadiccidn
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Si has tenido alguna mala experiencia con el uso de Internet, ;ha sido alguna(s)
de las siguientes?

Acceso a informacion poco fiable y/o falsa

Recepcion de mensajes ofensivos o amenazas

Pérdida de intimidad

Estafas y/o robos

Actuaciones delictivas por violacion de propiedad intelectual

Adiccion a frecuentar redes sociales

*

:En qué medida estds al tanto de la informacién dada por los medios de
comunicacién?

No atiendo a los medios de comunicacion
Suelo estar atento/a a lo que se publica en los medios de comunicacion
Necesito estar al tanto de lo que se informa en los medios de comunicacion

Considero vital estar informado lo antes posible de lo que sucede en los medios de comunicacion

¢Através de qué soporte(s) sueles mantenerte informado/a?*
Periddicos y/o revistas
Radio
Television

Internet

><

Seccion 3de 3

WikiLeaks, confidencialidad y transparencia

;Conoces o has oido hablar del "caso WikiLeaks"? *
si

No
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En el supuesto de estar informado sobre el mismo, ;qué elemento de entre los
siguientes consideras que resulté clave para el éxito de WikiLeaks?

Julian Assange

Hackers, periodistas y ciberactivistas colaboradores
Chelsea Manning

Estados Unidos

Internet

Periddicos que ayudaron a la organizacién a hacer publicas las filtraciones

Atendiendo a la naturaleza del caso, ;consideras que una filtraciéon puede
resultar decisiva para una buena informacién?

Si

¢Crees que los principios de confidencialidad y transparencia informativa
deben ir de la mano?

Totalmente en Totalmente de
desacuerdo acuerdo

Si tuvieras que anteponer uno de los dos conceptos sobre el otro, ;cuél
seria?

Confidencialidad

Transparencia

Si por algun casual tuvieras en tu poder secretos de Estado veraces y
contrastados que podrian catapultarte a la fama, ; qué decidirias entre los
siguientes supuestos?

Hablar con el propio Estado y llegar a un acuerdo entre ambas partes

Revelar los secretos por cuenta propia a través de redes sociales y plataformas digitales

Filtrar la informacidn a diferentes medios que te nombraran como fuente principal, por lo que saltaras a la luz publica
Filtrar la informacion a diferentes medios en clave de fuente anonima, recibiendo ademas una buena compensacio...

Conservar los secretos y no decir ni hacer nada
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Como ciudadano, ;crees necesario estar informado de todo lo que sucede en”
el Gobierno y los altos poderes?

1 2 3 4 5

Totalmente

Muy innecesario .
necesario

Anexo 2. ¢ Cuales fueron las claves de la revolucion WikiLeaks?
1. El nombre de Julian Assange se erigié como una de las claves principales del caso. El
hacker, programador, informatico y activista se transformo en el gran responsable y

cabeza visible de la organizacion.

2. Assange no estaba solo. Detras de WikiLeaks se encontraba el colectivo The Sunshine
Press, en el que participaban desde ciberdisidentes chinos hasta matematicos y técnicos
informaticos de EEUU, Taiwan, Australia, Sudéafrica o Europa. Su junta de asesores
incluia también a expatriados rusos y tibetanos, periodistas, criptografos e incluso a un

antiguo analista de inteligencia estadounidense.

3. El anonimato fue otra de las claves. Los informes y documentos filtrados se
publicaban preservando siempre el absoluto anonimato de sus fuentes, que consideraban

como no éticos los comportamientos por parte de diversas instituciones.

4. Ademas, teniendo en cuenta que el lanzamiento de WikiLeaks tuvo lugar en
diciembre de 2006 y su actividad real no comenz6 hasta julio de 2007, poseia una base
de datos de auténtico récord, llegando a acumular mas de un millén de documentos.
Segtn el propio Assange, “el sitio dispone de mas informacién en sus archivos que

todos los grandes medios de comunicacion tradicionales juntos”.

5. La acumulacion de sus filtraciones desencadend una “ciberguerra” que contenia
censura gubernamental, ataques informaticos y cancelacion de servicios. Al salir a la luz
el Cablegate, WikiLeaks se vio obligado a mudar su informacion a los servidores de
Amazon, que dejé de albergarlo. Al dia siguiente, la empresa proveedora EveryDNS
rescinde el contrato con el portal, cortando sus accesos por “motivos de seguridad”.

Desde su nacimiento, el sitio web estuvo bloqueado en China, ademéas de que tanto
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Tailandia como Iran lo tenian cerrado de manera permanente. También en febrero de
2008 WikiLeaks estuvo bloqueado en Estados Unidos por decision de un juzgado de San
Francisco, aunque siguié operando desde otros servidos situados fuera del pais.

6. La organizacion no recibia financiacion de organismos ni instituciones, pero permitia
la recepcion de aportaciones voluntarias a través de Internet. Entre los donantes mas
destacados se encontraba el periddico britanico The Guardian, medio con el que la

organizacion empez6 a generar un mayor impacto y a conseguir una mayor proteccion.

7. La difusion del Cablegate —que no solo reveld los secretos diplomaticos en si, sino
también el modo en que funciona la burocracia diplomatica, y la ingente cantidad de
material clasificado como secreto o confidencial, con el costo y complejidad
organizativa que ello supone- se vio enormemente favorecida gracias a los diarios Le
Monde, El Pais, Der Spiegel y The New York Times, ademas del ya mencionado The

Guardian.

8. WikiLeaks, creada de un modo participativo similar a Wikipedia, ofrecia a cualquier
usuario la opcion de alojar audios, textos o videos confidenciales mediante una
conexion cifrada. Tras este primer paso, la informacion recibida se reenvia a voluntarios
anonimos (muchos de ellos profesionales), que comprueban la autenticidad de las
filtraciones y eliminan cualquier pista de la identidad del filtrador —suelen ser

funcionarios, militares y empleados de grandes corporaciones-.

9. Otro hecho clave fue que el 3 de diciembre de 2010 se llevé a cabo una reforma legal
en Estados Unidos por la que, bajo el nombre de Acta SHIELD (Securing Human
Intelligence and Enforcing Lawful Dissemination), se endurecia el Acta de Espionaje
que prohibia la publicacién de informacién clasificada sobre secretos cifrados o

comunicaciones internacionales de inteligencia.

10. Por ultimo, las redes sociales fueron utilizadas como uno de los medios de
comunicacion basicos entre los activistas a favor de WikiLeaks. Se convirtieron en la
gran plataforma de difusién para la web, que tenia mucha presencia en Facebook y

Twitter.
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Anexo 3. Acercamiento grafico al Cablegate

Miguel Modrego Sanjuan
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Ambos gréficos pertenecen a la misma informacion del periédico El Pais bajo el titular

“El intercambio de documentos y las zonas calientes del planeta”, y publicada por

Rodrigo Silva?°. Las cifras presentes constituyen una muestra mas de la enorme

dimensidén que tuvo el Cablegate y la repercusion que genero.

Como puede observarse en el primer grafico, el tamafio de los circulos es proporcional

al nimero de cables enviados desde cada pais. Las esferas mas grandes hacen referencia

a aquellos lugares desde los que se enviaron méas de 10.000 documentos —Unicamente es

20 Noticia extraida de:

https://elpais.com/elpais/2010/11/28/media/1290913810 720215.html
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el caso de Estados Unidos-. En segundo lugar se encuentran otras naciones como
Turquia, China o Irag, que enviaron entre 5.000 y 10.000 cables. Tan solo aparecen
nombrados los paises desde los que se mandaron mas de 3.000 cables, todos ellos en
color rojo. Este conjunto de paises suscitaban mucho interés por parte de EEUU; de ahi

se explica la enorme cantidad de documentos enviados.

En el grafico de barras, se aprecian con mayor claridad las embajadas que mas cables
enviaron, sin contar a Estados Unidos. Ankara se sitGa en primer lugar, seguida de
Bagdad y Tokio. En séptima posicion se encuentra Madrid, desde donde se mandaron
3.620 cables a lo largo de un periodo comprendido entre los afios 2004 y 2010 —como se
puede observa a la derecha-. El afio de mayor actividad fue el 2007, con 928

documentos.

Anexo 4. Extracto de Autobiografia no autorizada: “Collateral Murder”

El relato que sigue a estas lineas corresponde integramente al capitulo “El video
Collateral Murder” dentro del libro Autobiografia no autorizada (Assange, J., 2012).
En este caso, el australiano habla de su vivencia en la preparacién de esta gran

filtracion.

(..)

“La casa alquilada se convirtié en una guarida. Estaba llena de tazas de café, cables de
ordenador, tabletas de chocolate, los escombros de unas vidas agitadas. Durante
semanas no dejé de trabajar con el ordenador casi ni un momento. Pedi que alguien me
cortara el cabello mientras yo seguia trabajando en mi terminal, siempre contrarreloj,
avanzando en la edicion de aquel video en el que debiamos hacer lo posible por reducir
al minimo el ruido estatico, los zumbidos, a fin de que la versién final fuera lo més
nitida posible. Entraba y salia gente de la habitacion, todo el mundo dando ideas,
soltando exclamaciones, llorando. Nada de lo que habiamos hecho anteriormente en
diversos lugares del mundo, por enloquecido que fuese el ritmo, podia compararse con
la preparacion del video Collateral Murder, que es el titulo que le pusimos finalmente.
Mi reputacion como adicto al trabajo poco partidario de pasar con frecuencia por la
ducha debié de comenzar en ese momento; era inevitable, habia muchisimo que hacer, y

teniamos la impresion de que esta nueva filtracidn serviria, mas que ninguna otra, para
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que los ciudadanos de todo el mundo captaran la realidad de esa guerra terrible, y de

este modo podia contribuir a precipitar el final de esa invasion espantosa.

El video ha sido visto hasta la fecha méas de once millones de veces en YouTube, y por
muchos mas millones de personas a través de la television. Se ha convertido en uno de
los documentos mas famosos de nuestro tiempo. Pero cuando vi esas imagenes por vez
primera no estaba del todo claro qué era lo que mostraban. La imagen estaba llena de
imperfecciones, la secuencia carecia de tension narrativa y no producia suficiente
impacto, y ello a pesar de que lo que mostraba era verdaderamente desolador.
Investigué a fondo mientras avanzaba en el trabajo, averigiié quiénes eran las personas
que aparecian en el video, cuando fue grabado, desde que angulos, y como habia
conseguido reconstruir la historia de ese asesinato multiple a plena luz del dia.
Dividimos el video en tres partes para comprender mejor la secuencia de los hechos.
Fue un trabajo que habia que ir haciendo muy despacio, pero que al propio tiempo
resultaba hipnético y aleccionador. Cuando terminamos del todo, el video mostraba,
mas all& de toda duda, a doce hombres —dos de los cuales eran periodistas de la Reuters,
y que no hacian mas que cumplir con su trabajo, como todos los demés— que eran
acribillados y hechos picadillo por las rafagas de balas de 35 mm disparadas por un
helicptero Apache de Estados Unidos. Mi colega Ingi Ragnar Ingason fue quien, al
inspeccionar mas detenidamente las imagenes, se dio cuenta de que en la furgoneta que
se acerca tras el primer ataque a recoger a uno de los heridos, y que acaba siendo volada
en pedazos por otra rafaga del helicoptero, habia dos nifios. Imagenes grabadas
posteriormente muestran a tropas de la infanteria norteamericana llevandose de alli a los

dos nifnos.

Una de las cosas que nos impulsaba a trabajar era nuestro conocimiento de lo poco
fiables que habian sido las informaciones difundidas sobre este incidente en el momento
en que se produjo. Era una buena muestra del modo en que se suele manipular la
historia de acuerdo con motivaciones politicas. Hubo periodistas que, en algunas
cronicas, llegaron incluso a insinuar que la furgoneta habia sido destrozada por
proyectiles disparados por los insurgentes. Sin embargo, el video muestra de forma
clara quién da la orden y como se produce la matanza. Hubo otros reporteros que
contaron que hubo combates entre insurgentes y fuerzas aliadas, y que los periodistas de
Reuters fueron victimas del fuego cruzado. Todo eran mentiras. Decidimos titular el

video con las palabras Collateral Murder, porque eran fieles a las pruebas presentadas.
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He visto ese video cientos de veces y, sin embargo, cada vez que lo veo de nuevo se
me altera la sangre al contemplar los disparos contra esos crios. Cualquier poder no
sometido a ningun control es una encarnacion del mal, y por eso he sentido siempre
la responsabilidad moral de poner al descubierto a los cabrones que cometen toda
clase de tropelias. En cierto sentido, los cabrones no eran solo, en este caso, los
militares norteamericanos que lanzaron ese ataque, sino también los periodistas a los
que les parecié oportuno trabajar codo a codo con ellos para encubrirlo. Puede que
los jovenes que iban en aquel helicoptero también sean victimas; victimas de una
cultura militar descontrolada; y de hecho notas en sus voces el ansia de matar. Era
efectivamente cierto que una de las que pronto serian sus victimas llevaba un RPG
(un lanzagranadas), pero en sus prisas por construir la idea de que estaban siendo
victimas de graves amenazas, los militares del helicéptero confundieron la camara
del fotografo de Reuters con otro lanzagranadas. La precipitacion con la que juzgan
la realidad estos soldados es obscena en si misma, sobre todo cuando escuchas la voz
frenética y suplicante del artillero, que no es capaz de entender por qué razon, en una
situacion asi, habria que tomar ninguna clase de precauciones antes de disparar.
“Venga, tio, lo inico que has de hacer es coger un arma”, les dicen a los civiles que
caminan por la calle. “Dame una excusa”, insisten. Y de esta forma, en cuestion de
minutos pasamos de una situacion de amenaza de bajo nivel, a una verdadera
matanza. El video proporciona una muestra al desnudo de la necesidad irreprimible
de contacto que las guerras provocan en sus protagonistas. Las imagenes y los
sonidos se parecen mucho a los de un videojuego, y eso se debe a que ésta es la
forma en que se ha configurado la moral de los soldados atacantes. Que se comportan

como si disparasen contra unos facinerosos digitales.

Al dia siguiente de haber mostrado el video Collateral Murder en Washington, el
contraataque podia escucharse por todas partes. Y no nos fustigaban Unicamente
desde el Pentagono. Lo hacian desde las cloacas de San Antonio hasta los ex
sofiadores de la Casa Blanca. Los analistas politicos de derechas y de izquierdas se
lanzaron a crucificarnos por haber mostrado al mundo entero un video, un pedazo de
grabacion militar que hubiese hecho que cualquier pais con un minimo de
orgullo hubiese sencillamente manifestado dolor ante las cosas espantosas que
podian llegar a hacerse bajo su bandera. Pero no hubo humildad, nadie pidi6 perddn,
nadie dio siquiera explicaciones. So6lo hubo ira por parte de quienes imaginan que
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quienes se atreven a revelar la verdad ante esta clase de situaciones deben ser
considerados enemigos del Estado. Fue una respuesta paupérrima y muy primitiva
ante la eclosion de la verdad periodistica, y una reaccion vergonzosa que traicionaba
los principios fundadores que, segun ellos dicen, estan dispuestos a defender en
cualquier rincon del mundo. Nos acusaron, por supuesto, de haber manipulado el
video. De haberlo editado con malicia. De haber borrado la imagen de hombres
armados que supuestamente aparecian en la grabacién, a fin de que todo pareciese
peor de lo que en realidad fue. Era surrealista contemplar como la gente decia
semejantes barbaridades con tanto aplomo. En realidad, lo que nos habian facilitado
era un video militar. Todos los &ngulos de cada toma pertenecian a las posiciones de
los soldados norteamericanos, toda la produccion, incluidos sus valores, les
pertenecia a ellos, y también eran suyos los actos cometidos, y no comprendo que

pudiesen dormir por la noche tras haber negado lo ocurrido”.

(..)
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